[image: image3.jpg]W

A~

=1

;




 The Homeland Heart_Beacon: One Method Fits Many; Not One Size Fits All [image: image4.jpg]w





Oak Ridge Institute for Science and Education




March 11, 2009
Attn: Casey Thomas 
PO Box 117, MS 10
212 Badger Avenue
Oak Ridge, TN 37831-0117
PURPOSE: Simple Wins Concepts LLC Intent to Apply / APPLICATION

SUBJECT: Centers for Disease Control and Prevention (CDC) and the Oak Ridge Institute for Science and Education (ORISE) Pandemic Influenza Planning Workshop for a Community Alternative Care System Request for Participation (RFP)

	Focus:
	Preparedness for healthcare surge during a moderate to severe influenza pandemic


BACKGROUND: The goal of the Pandemic Influenza Planning Workshop for a Community Alternative Care System is to advance planning towards a coordinated healthcare and public health response to an influenza pandemic in a large urban area. The workshop will provide an opportunity for partners to identify and address issues associated with alternative care in the community through facilitated discussion and activity. 
	Evidence of prior collaboration between public health, emergency management, and healthcare agencies in preparing for an influenza pandemic or other mass illness event 
	The Homeland Heart_Beacon process has been in use by the Department of Defense for a decade and was transitioned to DHS handhelds (Blackberry, Palm, HP…) in 2004. The heartbeat is the basis for telecomm infrastructure failover that DOE NISAC employs.  Beacon technologies may be added by community as desired.  Triage by radius approximated by intensity, duration, severity is facilitated by network broadcast / multicast / anycast (e.g., Verizon Vcast). 

	Large, urban population (1 million and above preferred; lower limit in size is 500,000)
	New York City’s Police, Fire, and Emergency Services communities are contracted with the template system of the Homeland Heart_Beacon’s developer.  Their communications infrastructure relies on the cellular communities UMTS Universal Mobile Telecommunications System standard that in turn relies on the heartbeat sub protocol.  Washington DC: Capital Wireless Integration Program CAPWIN with General Dynamics (template system provider), SAIC: Public Safety Integration Center PSIC and template system transition prime, and IBM: 

	Formation of a planning team to collaborate with CDC–DHQP and ORISE before, during, and after the workshop. The planning team will play an active role in preparing for and tailoring the workshop to the specific needs of the community. 
	Steven J. McGee: CEO Homeland Heart Beacon

Reverend Kathy Graves: Healing Practitioner / Corporate Shaman of the Homeland Heart Beacon

Lucinda Miller Tribal 8a representative City of Washington, DC

Preliminary: Battelle Memorial Institute, SAIC for template system transition from Future Combat Systems to Public Safety Integration Center PSIC as a proof of concept prior to go live in Universal Communications Center UCC.  SRA, Qwest / Verizon.  Microsoft, General Dynamics, and IBM (Capital Wireless Integration Network CAPWIN), National Information Exchange Model NIEM @ niem.gov


	Target community (s) in terms of demographics and jurisdictional structures of public health, emergency management, and healthcare systems (e.g., overlap of public health and emergency management regions, healthcare provided outside the community). The narrative should also address the following questions:
	The Health Care Heart_Beacon facilitates interactions between organizations by design.  For example, CAPWIN (Capital Wireless Integration Network) is a university led (University of Maryland) effort that promotes interoperability within the national capital region as does the Navy Medicine Joint Taskforce CapMED. Same goals, same area and customer base waiting for cross fertilization between best of breed approaches between IBM and General Dynamics (CAPWIN primes) who also happen to be Joint Blue Force Tracking JBFSA template system providers (General Dynamics). IBM not only the prime with CAPWIN, it is prime for a New York State THINC / Heal1 that synchronistic ally is linked to the North Carolina NCHICA effort by IBM (New York State and the Research Triangle in North Carolina being two main IBM centers of gravity). North Carolina is home to the 18th Airborne Corps that represents approximately half of the Army’s combat power, is a JBFSA template system user, a DOD Horizontal Fusion project that benefits from Naval Post Graduate School STAN/TNT project that is a DOD effort that is well known to Defense Information Systems Agency DISA – provider of the Network Centric Services key enablers… That two of the United States / World’s Health Care luminaries also happen to be co-chairs of the e9-1-1 Congressional Caucus is another key synchronistic opportunity in this area that has more cross associations that can be discussed in this forum. Intersystem’s Cache’ product widely in use by military hospitals

	 What planning for healthcare surge for high morbidity and mass illness events has been completed [e.g., plans and memorandums of agreement in place for pandemic influenza, exercises]?
	Medical triage, alert, evacuation, alternate routing of transportation assets, will then adjust & filter consistently by business logic / mission threads by zones. Organizations, entities, platforms, vehicle, mobile smart phone type & sensor equipped devices via router/switch network data heartbeat messages updates will spontaneously integrate connecting adhoc task forces among disparate entities enabling the network to be maneuvered to support unified operational, financial, disaster, humanitarian and situation awareness… events / alerts / and e9-1-1 // n 1-1 Public Services. 

	What partnerships have been utilized in your healthcare surge planning for an influenza pandemic, and what partners and/or agencies still need to be engaged?
	CAPWIN, Washington DC,     District of Columbia Small and Disadvantaged Business Office & Tribal 8A Office,     SAIC Public Safety Integration Center PSIC,   SAIC Future Combat Systems Program Manager, SAIC as contractor to Oak Ridge National Laboratories and as large medical community contractor.  General Dynamics & IBM = CAPWIN core vendors,  SRA Corporation, National Emergency Numbering Association, NIMS: National Incident Management System Intent to Evaluate the Homeland Heart Beacon, QWEST as GSA NETWORX Prime.  DHS as evaluating the Homeland Heart_Beacon as an unsolicited proposal.  DOE NISAC  & DOE’s SENSOR Net and Time Travel Messages

	Why should your community (s) be selected for the Pandemic Influenza Planning Workshop for a Community Alternative Care System? What is unique about your community and what is similar to other urban areas preparing for a pandemic? How would the workshop assist your community in advancing planning?
	The Homeland Heart_Beacon is useful supporting a single system as demonstrated by the Army Communications Electronics Command’s “Greatest Invention” that defined network centric warfare last decade.  The Homeland Heart_Beacon is simply the logical translation and transition of this award winning program to other communities of interest and is specifically intended to be a universal, cross community, distributed, and global situational awareness and (triage) services as e9-1-1 / n-1-1 Public (Health) Services.  The Homeland Community is not a one size fits all process.  It is a “one method fits many” approach for cross community collaboration at the router switch and below level predominately although mission threads / scenarios / event plans are implemented by filtered and user tailored workflow at the application level.  It is neutral to product, program, operating system and everything else except the DARPA developed Internet itself. Networked devices in every community already make use of the heartbeat protocol and beacon technologies.  Multicasting is an industry stable standard that when enhanced by military research into chaotic environment collaboration enable spontaneous integration amongst disparate communities and users in and adhoc, disaster scenario environment.  The world’s Public Safety Answering Points or PSAPS supporting network centric warfare derived procedures will increase our ability to interact interoperable with disparate groups in times of extreme duress.  The Workshop if it decides to support the Homeland Heart_Beacon framework would make use of its connections throughout the medical profession taking point for what is arguably its namesake – the heartbeat.  


SAMPLE TECHNICAL OPTIONS: 

Code Blue: Wireless Sensors for Medical Care includes applications of wireless sensor network technology to a range of medical applications, including pre-hospital and in-hospital emergency care, disaster response, and stroke patient rehabilitation The Pluto mote, designed here at Harvard, is a scaled-down version of the Telos designed to be small, lightweight, and wearable. The Pluto incorporates a tiny, rechargeable Li-ion battery, small USB connector, and 3-axis accelerometer. It will be used initially for monitoring physical activity and motor functions. 

CodeBlue MoteTrak: Harvard University / Boston Medical Part of the CodeBlue system includes MoteTrack, a system for tracking the location of individual patient devices indoors and outdoors, using radio signal information. In MoteTrack, a hospital, clinic, or other area is outfitted with a set of fixed radio beacon nodes that are used to calculate the 3D position of the wireless sensors, which may be attached to patients, carried by physicians or nurses, or attached as "location tags" to medical equipment. MoteTrack has been demonstrated in a building-wide deployment at Harvard and yields an 80th percentile error of about 2 meters, which is more than adequate for many location-tracking applications. 
Boston University’s Project Beacon: A Network Diagnosis Toolkit. The focus of the Beacon project is the development of tools capable of diagnosing network conditions with only the assistance of end-to-end measurements. In its basic form, this toolkit is designed to passively monitor network conditions at a single busy network endpoint such as a Mass server. In its full generality, the toolkit can be used to actively monitor network conditions, and can be concurrently operated by a set of collaborating endpoints. Over short time scales, Beacon will use wavelet analysis to identify local scaling events in wide-area TCP traffic which trigger bursts of packet loss. At medium time scales, Beacon will draw correlations between end-to-end measurements made by concurrent TCP connections to draw conclusions about hotspots in the network. Over the long time scales, Beacon will build up an understanding of long-term network dynamics, especially focusing on regions which persistently experience congestion from the perspective of the source.. 

FLUX: A Forensic Time Machine for Wireless Networks: enables a typical monitoring infrastructure for forensic data collection, storage and analysis supporting  the recording and retrieval of traffic signatures and environmental observations, considered to be a source of network evidence. University of Limerick

SABER (Situational Awareness BEacon with Reply) is a sophisticated battle group situational awareness system that is capable of determining the location of beacon-equipped tanks, ships, aircraft, and other military assets worldwide. Using the Global Positioning System (GPS), SABER produces accurate position and platform identification data and sends that information to tactical users and global command and control nodes, The system relays position information via ultra-high frequency (UHF) line-of-sight and UHF satellite communications (SATCOM) channels. 

SAFECOM / Project MESA exists to facilitate dependable, advanced, efficient, effective and inter-operable equipment, specifications and applications that are involved with public safety-oriented broadband communication needs. 

SEA GULL: Maintains routing and object state using minimal resources. e.g. less than 1% of bandwidth and CPU cycles. Server Heartbeat's “Keep-alive” beacon along each forward link.Increasing period (decreasing frequency) with the routing level. Data-Driven Server Heartbeat's “Keep-alive” Multicast to all ancestors with an object pointer that points to us. Multicast with increasing radius. 

SENTINEL BEACON COMMAND STATION: is a ruggedized PC that receives the data transmitted from the beacons and processes it to produce location and track information for the incident commander. The Sentinel Beacon system is designed to work as a mesh network so that a beacon out of range of the command station can have its data relayed by other beacons. 

SWRI South West Research Institute Smart Beacons: Worldwide Tracking via Satellite Small, microprocessor-controlled "smart" beacons allow the location of objects such as aircraft, ships, and cargo vehicles to be easily monitored 

Domain Announcement Protocol DAP: Beacon Protocol that maintains domains with network splits and merges. Algorithms dynamically decide domain membership based on node mobility,roles, etc. TELCORDIA:

GEORGE MASON XOM: Extensible Modeling and Simulation Framework Overlay Multicast (XOM). Growing demand for use of Internet/Web-based services in real-time distributed virtual simulation (RT-DVS) and other real-time applications is fueling extensive interest in overlay multicast protocols. These applications demand Quality of Service (QoS) and many-to-many multicast services that are not available in underlying Internet services today. This paper describes an early implementation of an overlay multicast protocol designed to support many-to-many multicast for RT-DVS applications called Extensible Modeling and Simulation Framework Overlay Multicast (XOM). 

Detecting and Responding to Widely Dispersed and Coordinated Terrorist Attacks A. Carzaniga, D. Heimbigner, and A. Wolf Many UNIVERSITY OF COLORADO: existing infrastructure systems are vulnerable to coordinated attacks by terrorists. If a terrorist group were to undertake a number of small, separate actions at approximately the same time (i.e., a coordinated attack), then the combined effect could be catastrophic even though no single action was very serious. We are developing technology to permit detection and response to coordinated physical attacks on critical infrastructure systems. The key components of the technology are sensors attached to physical infrastructure or operated by security staff, a set of analysis tools to detect attacks from sensed data, a mechanism to selectively broadcast alert information, and a wide-area communication substrate. The major design goals are high scale, flexible deployment, and easy extension. A cooperative project with the University of Virginia.
UNIVERSITY OF NORTH CAROLINA CHAPEL HILL: Practical Beacon Placement for Link Monitoring using Network Tomography: Recent interest in using tomography for network monitoring has motivated the issue of whether it is possible to use only a small number of probing nodes (beacons) for monitoring all edges of a network in the presence of dynamic routing. Past work has shown that minimizing the number of beacons is NP- hard, and has provided approximate solutions that may be fairly suboptimal. In this paper, we use a two-pronged approach to compute an efficient beacon set: (i) we formulate the need for, and design algorithms for, computing the set of edges that can be monitored by a beacon under all possible routing states; and (ii) we minimize the number of beacons used to monitor all network edges. 

JAMES MADISON UNIVERSITY: Time-lining Events from Disparate Sources. We propose the creation of a framework that allows a forensic investigator to synchronize timed events that are obtained from different sources to a common reference time. Once the timestamps have been synchronized, they may be ordered into a timeline of events as they occurred in relation to each other. This will enable the investigator to reconstruct events that are directly or indirectly responsible for incidents in computing. This will benefit investigations where connections to events in the physical world need to be established, as well as investigations of networked computer incidents or failures, such as the 2003 power blackout in the northeaster United States. JMU IIIA 

SOA: DISA’s Service Oriented Architecture (SOA) product (Amber Point) employs an end to end heartbeat protocol, heartbeat XML message based system health monitor of the Network Centric Enterprise Service - NCES runtime environment that it is offering to all other agencies. 
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Name of community: DC, NYC, RTP, Denver
Population size of community: 11m
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Primary Contact Person: Steven James McGee
Planning Team

Name: Steven J. McGee   

Title: CEO  
Address: PO BOX 28, Oceanport New Jersey 07757

Phone: 732.229.7275 
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Email: ceo_heartbeacon@hushmail.com
Name: Reverend Kathy Graves   

Title: Corporate Shaman / Healer Practitioner Reiki
Address: PO Box 28
Phone: 732.671.8150 

Fax: 732.229.7275

Email: kathysrainbow@mailstation.com
Name: Tammy Lee McGee   

Title: President / Owner / CFO Simple Wins Concepts LLC  
Address: PO Box 28
Phone: 732.229.7275 


Fax: 732.229.7275
Email: tammalee@verizon.net
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Authorized signature(s): 
Date: 11 March, 2009

Where did you hear about this RFP? Post to International Association of Emergency Managers IAEM list 
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