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COMMENTS OF 
TELCORDIA TECHNOLOGIES
Telcordia Technologies (Telcordia) hereby submits comments to the National Telecommunications and Information Administration (NTIA) and the U.S. Department of Agriculture (USDA) in the above-captioned proceeding.
  Telcordia is a global leader in the development of fixed, mobile, and broadband communications software and services.  Our products and services enable communications service providers, enterprises, suppliers, and government entities to successfully deploy innovative and advanced services across the full spectrum of communications and information networking.  Since our beginnings as part of Bell Labs, Telcordia has been acknowledged for the breadth and depth of our technology and expertise and for our unique contributions as leaders and coordinators across the industry. Telcordia engineers and consultants have supported private and public entities world-wide in deploying high-performing and reliable communications infrastructure.  Telcordia also has extensive experience managing major programs and building and operating real-time information and transaction systems. Telcordia has been at the forefront of innovation in ADSL (Asymmetric Digital Subscriber Line), ATM/SONET (Asynchronous Transfer Mode / Synchronous Optical Network), AIN (Advanced Intelligent Network), optical networking/WDM (Wave Division Multiplexing), wireless (3/4G, cellular, mobility), and security. Telcordia experts hold leadership positions in the industry’s most respected standards bodies and forums including ATIS (Alliance for Telecommunications Industry Solutions), ITU (International Telecommunication Union), TIA (Telecommunications Industry Association), TMF (TeleManagement Forum), IEEE (Institute of Electrical and Electronics Engineers), and OMA (Open Mobile Alliance Broadcasting). 

Telcordia shares the goals announced in the American Recovery and Reinvestment Act of 2009 (ARRA) to ensure the speedy deployment of cutting-edge technologies, and to nurture a vibrant and growing high-technology sector based in the United States.  We realize the risks inherent in administering an expansive grant program on a tight timetable as well as the necessity of ensuring that lasting benefits are realized with deployments that are scalable, secure, and robust and do not quickly become obsolete.  At the same time, we believe that proactive steps can be taken to ensure that the BTOP and RUS programs deliver their promised benefits to the American people in a timely, efficient, and cost-effective manner. We offer our comments and technical expertise as NTIA and USDA develop rules and procedures to implement the Broadband Telecommunications Opportunity Program (BTOP) and Rural Utilities Service (RUS) grants as statutorily established in the ARRA.   
DISCUSSION 
I.  Risk Mitigation and Security
The acquisition, installation, configuration, and systems integration of billions of dollars of new telecommunications equipment and software poses both exciting challenges and significant risks.  Ensuring that the monies are spent promptly and wisely and that true and measurable benefits are returned requires a well-defined program with clear rules for participation and oversight processes which are proactive, light-weight, and transparent.   A successful program will generate both a far greater number of qualified proposals than current funds can support, and also a wide range of very diverse proposals.  Adequate personnel are required with the necessary expertise, experience, and program management skills as well as efficient procedures and systems for the rapid review, prioritization, and oversight of projects.   A well-designed program will reduce risks via:  the adequacy of the grant application process in soliciting critical information for evaluation and selection; the timeliness of the selection process in yielding transparent and uncontested priorities; and the effectiveness of monitoring procedures in guiding the rollouts and overseeing tax payer funds.  
Creating trust in the expanding broadband infrastructure by ensuring security, privacy, and assurance is another critical element of risk reduction.  The benefits of broadband access and services can only be achieved if citizens, businesses, and organizations trust the network, services, and applications.  Broadband deployments must safeguard users’ privacy; insure the security of information, applications, and transactions; protect against denial-of-service and other attacks; and provide access controls so that sensitive digital information is available only for necessary and authorized use.  Our expanding national broadband network will only be as strong as its weakest link, so it is critical that security, privacy, and assurance requirements be rapidly developed, uniformly adopted, tested, and certified to ensure trust in the infrastructure.
Telcordia recommends that the NTIA and RUS address the following factors in the applications, review, selection, and monitoring of the BTOP and RUS grant programs.  Attention to these factors will help ensure effective deployments that fully deliver promised benefits:

· End-to-end planning for efficient operation, maintenance, upgrades and capacity enhancements across the lifecycle of the infrastructure;
· Ease of use so that network infrastructure will enable  institutions and citizens in setting up services, accessing applications and connecting devices simply and easily;
· Cost-effective operations support systems to maintain network infrastructure proactively to ensure service quality and avoid stranded capital;
· Flexibility and evolvability so that the infrastructure can expand and scale to meet new and growing needs and to support emerging  technologies, particularly in edge devices and applications;
· Robust and fault-tolerant network management systems and governance policies to enable rapid identification of faults and restoration of services; and
·  End-to-end security and privacy methods and practices to reduce vulnerabilities, defend against intrusions, and ensure the security of transactions and the privacy of information.
II. Broadband Mapping

Much of the debate on broadband infrastructure capability, policy, and goals in the U.S. suffers from a lack of consistent and objective data and the Broadband Mapping program will go a long way towards redressing this critical need.  We urge the NTIA and RUS to also include appropriate measurement and analysis components in their grant programs which will provide a foundation for a consistent, nation-wide broadband mapping program capable of informing both public policy makers and consumers.  Without such metrics and analytics, it will be harder to efficiently determine compliance, assess progress towards societal goals, and quickly determine the appropriate course corrections that are virtually certain in such a large and complex undertaking.  The question of providing meaningful broadband access extends beyond the ‘last mile’ connectivity issue to include appropriate interconnection between a broadband access provider and the wider telecommunications infrastructure including network interconnection, backhaul infrastructure, metropolitan and regional network capability, and core network bandwidth, and it is important that these issues be included in the mapping effort.  
To support nation-wide objectives, data collected across the states must be consistent and comparable.  A coherent, nationwide, dynamic picture of broadband availability, adoption, usage, and affordability is vital.  By far the most cost effective way to do this is to establish standard data collection requirements, systems and procedures once that all states can adopt.  Without appropriate coordination and consistency at the national level, 50 individual efforts are likely to lead not only to a fragmented and incomplete view of broadband in the U.S., but also to significantly greater total costs as individual states design separate approaches and methodologies.
  In particular, Telcordia recommends the following for the broadband mapping effort.

· Include on-line data reporting requirements for all service providers and government entities that are not only practical and cost effective, but also adequate in terms of comprehensiveness and level of detail.  The effort provides a unique and valuable opportunity to streamline, reduce, and coordinate reporting requirements on service providers of all types. 

· Data collection should count not only the ‘pipes,’ but also the traffic levels and service types that flow through them.  Reliable and accurate,  data will map the availability, usage, quality, and costs of broadband, across all broadband technologies (wired, wireless, satellite, broadband over power line) and both upstream and downstream.  
· The metrics and analysis system should include capability for processing the raw metrics information to create synthesized performance indices.  These indices will enable consumers, business owners, service providers, and policy-makers to easily assess the status of available broadband infrastructure and its performance and make relevant comparisons.
· A publically-accessible information repository would make information available for consumers and businesses to create value-added linkages (mash-ups) with appropriate security and privacy safeguards for citizens and organizations.   It is abundantly clear that very rapid change is a defining feature of broadband applications, devices, and technologies and we urge the NTIA and RUS to use automated and dynamic systems that provide up-to-date statistics and information. The data repository will enable modeling, forecasting, and analysis of the data to support identification of success factors and lead to improved decision making and advances in broadband deployments over time.
· The broadband map and metrics collection should be based upon an agreed-upon set of terminology, identifiers, and standard descriptions for broadband telecommunications equipment and services.  This common set of terms and information will not only support uniform collection of data for the broadband map, but will also serve as an important resource for streamlining operations and integration across the broadband deployments.
III. Best Practices Clearing House


To make the most of the available resources for broadband deployment under the ARRA, the NTIA and RUS should ensure that current deployments are able to fully leverage the lessons learned from the past.  There is ample opportunity to significantly shorten the learning curve and improve the successes of such deployments via the identification and dissemination of best practices.  This in turn will deliver substantial savings in time and money and enable the aggressive time schedule for the stimulus plan to be met with sound deployments that deliver benefits to organizations, companies, and citizens. A Best Practices Clearing House can quickly offer vendor-agnostic and technology-neutral guidelines across the range of deployment issues from permitting and siting to network technology and evolution, and from management, operations, and maintenance to network and service evolution.    By following the examples of best-of-breed systems, NTIA and RUS can shorten or eliminate learning curves and meet aggressive time scales with vetted, low-risk deployments.

In particular, the Best Practices Clearing House will:

· Identify successful deployments with varying geography, demographics, and technology selections;

· Characterize  and analyze success strategies for permitting, siting, and construction; regulatory and governance framework; and financial and operational models;

· Develop succinct and useful guidelines, case studies, and templates to expedite sound broadband deployments and achieve the speedy action demanded by the ARRA; and

· Disseminate best practices as a dynamic industry resource to advance the state-of-the-art in U.S broadband deployment.
CONCLUSION
For the foregoing reasons, Telcordia urges NTIA to adopt our recommendations on Risk Mitigation and Security, Broadband Mapping, and a Best Practices Clearing House.
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� Additional information is available upon request in the following Telcordia white papers:  “Technical Oversight” (ATS 2009-021), “Metrics and Mapping” (ATS 2009-022), “Best Practices Clearing House” (ATS 2009-023), “Security Risk Management” (ATS 2009-024), and “Communications Wikipedia” (ATS 2009-025).






