
Revised Agenda as of September 29, 2015 
 

U.S. Department of Commerce 
National Telecommunications and Information Administration (NTIA) 

September 29, 2015 Multistakeholder Meeting 
Collaboration on Vulnerability Research Disclosure 

 
9:00 a.m. – 3:00 p.m. PT 

Booth Auditorium, University of California, Berkeley, School of Law, Boalt Hall 
Bancroft Way and Piedmont Avenue, Berkeley, CA 94720-7200 

 
Meeting Goal: Initiate Stakeholder-Driven Dialogue on Vulnerability Research Disclosure 

 
9:00 a.m. Welcome: Allan Friedman (Director of Cybersecurity Initiatives, NTIA Office of 

Policy Analysis and Development) 
 
James Dempsey (Executive Director, Berkeley Center for Law and Technology) 
 

9:10 a.m. Opening Statement: Angela Simpson (Deputy Assistant Secretary, NTIA) 
 

9:20 a.m. Introductory Remarks: Evelyn Remaley (Deputy Associate Administrator, NTIA) 
 

9:30 a.m. Sharing Perspectives on Security Research and Disclosure:  
• Dan Kaminsky (Chief Scientist, White Ops) 
• Jason Shirk (Security Architect, Microsoft Security Response Center) 
• Joshua Corman (Chief Technical Officer, Sonatype and Founder, “I am 

The Cavalry”) 
• Casey Ellis (CEO  and Co-founder, Bugcrowd) 
• Art Manion (Senior Member, Vulnerability Analysis Team, CERT) 

 
10:30 a.m. An Approach to Benchmarking: A Vulnerability Coordination Maturity Model: 

Katie Moussouris (Chief Policy Officer, HackerOne) 
 

10:50 a.m. Break (15 minutes) 
 

11:05 p.m. Facilitated Stakeholder Discussion: Desired Outcomes and Goals 
 

12:15 p.m. Lunch Break (55 minutes) 
 

1:10 p.m. Facilitated Stakeholder Discussion: Identifying key issues, and proposing content 
for a strawman document 
 

2:10 p.m. Facilitated Stakeholder Discussion: Identifying a Preliminary Framework for 
Stakeholder Work; Scheduling next meetings 
 

2:50 p.m. Review of Next Steps and Closing Statement 
 


