Executive Summary

A nationwide public safety broadband network holds tremendous promise to deliver revolutionary public safety and emergency data (and later voice) services. At the same time, this network promises to solve the persistent and deadly problem of non-interoperable public safety communications systems. One intent of the Middle Class Tax Relief and Job Creation Act of 2012, a triumph in bi-partisan legislation, was to fulfill those promises. Yet the board of directors of the First Responders Network Authority (FirstNet) faces daunting challenges to make the National Public Safety Broadband Network (NPSBN) a reality.

One of those challenges is funding. FirstNet may not be able to count on more than $2 billion authorized by the Act to establish the network in the first few years, far less than will be needed to ensure that the NPSBN is truly nationwide. An additional $5 billion still may not be enough, and those funds will not be available until the Federal Communications Commission (FCC) is able to conduct voluntary incentive auctions for some of the television broadcast spectrum. This auction has been slated for 2014, but incentive auctions are new, innovative and therefore no one is exactly sure of the outcome or the timetable. FirstNet will have to act on the $2 billion until it gets other sources of reliable funding or revenues from leasing the spectrum it has been allotted.

Timing is another challenge. The statutory planning process may take years, followed by a complex Request for Proposals (RFP) for the new network. Between funding, planning and other timing matters, the NPSBN may not be launched until 2015, 2016 or beyond. The problem with funding alone may mean that the NPSBN will not be completed for a decade, bringing with that long period more challenges to keep the network interoperable.

During the planning stages of the NPSBN, several States want to proceed with state networks which can interconnect with the NPSBN when it becomes available. Prior to the passage of the Act, several waivers were granted by the FCC for early deployment, and the Department of Commerce’s National Telecommunications and Information Agency (NTIA) made grants totaling approximately $382 million to start deployment of the State broadband networks. Some waiver recipients had other funding as well.

Unfortunately (in light of the underfunding of the network), NTIA impeded the early deployers after the passage of the Act, apparently because of concerns about compatibility and to preserve options to the FirstNet Board. The technical challenges raised by NTIA can be overcome with reasonable oversight and without undue expense. Accordingly, early deployers should be allowed to use their grants and their own funding to move forward, especially since it may be years before the NPSBN reaches them otherwise.

The FirstNet Board also will have the challenge of reaching out to its primary stakeholders and customer base, the States, the governors of which feel that they have been ignored and left out of representation on the FirstNet Board. FirstNet must find effective ways to incorporate the States through the governors, the governors’ technical advisors and State Chief Information Officers (CIOs). If FirstNet is not deployed soon, States may choose the statutory opt-out procedure, or if this is too politically challenging or the NPSBN is too expensive, the States may simply not participate. FirstNet should establish a separate advisory board for the governors, their advisors and State CIOs, provide non-voting representation on the FirstNet Board and develop a strategic plan with input from the States.

FirstNet needs its own, robust staff and professional resources with specific network, broadband and LTE expertise as well as business and oversight acumen, and they need more capacity to deal with the enormity of this $7 billion undertaking. Once FirstNet, an independent authority, gets that expertise and capacity, FirstNet may be more
comfortable with embracing the States as early deployers that interconnect with the NPSBN and may even come to view States that opt-out as a strategy to extend the network. Even though NTIA has dedicated, hardworking staff members now, it will need more staff, too, to increase its oversight capacity.

While opting out is statutory right given to the States, the Act does not make opting out easy, and any State desiring to preserve its options must start planning and acting well in advance of the statutory trigger whereby the State governor notifies the federal government of the intent to build a state radio access network (RAN). Even if States are able to surmount the statutory obstacles, they still face the unprecedented prospect of paying leasing fees for the spectrum and use of the NPSBN core. For the NPSBN to succeed, FirstNet must be neutral and fact-based from the outset on the matter of opting out.

No one knows how much the services of the NPSBN will cost. For States opting-in, cost allocations for the RAN and other existing State infrastructure may be highly complex. The costs for States opting-in would include the resources required to manage access by FirstNet to State infrastructure. FirstNet must create a cost model and conduct a financial analysis, both to inform the Board of what business model should be adopted, but also to give the States the confidence that the services will be affordable and the ability to start budgeting for them.

Here are some of the things that FirstNet should do first:

1. Get expertise and personnel capacity.
2. Quickly develop a cost model and business plan.
3. Develop a customer relations and marketing plan for the States; embrace the States.
4. Facilitate the early deployment of those States and localities that are funded and ready to launch.
5. Formalize state representation.
6. Broaden the base of users to include transportation, utilities, and others.
7. Adopt a policy of national interoperability, local control.

FirstNet also must choose a course of action that launches the NPSBN in sustainable phases, leveraging State networks and commercial networks while preserving interoperability.

INTRODUCTION: THE PROMISE AND CHALLENGES OF PUBLIC SAFETY BROADBAND

The advent of a nationwide, ubiquitous broadband wireless network for public safety has the potential to revolutionize the level and types of services that can be offered to save lives, protect property, deter and solve crimes, prevent violence, provide medical services, safeguard critical infrastructure, improve emergency management and ensure the rapid restoration of services following a disaster. This network additionally could solve the quandary presented by the patchwork of non-interoperable public safety communications that has plagued the nation for three quarters of a century. The promise of this technology is enormous.

The Middle Class Tax Relief and Job Creation Act of 2012 (the Act) seeks to fulfill this promise. The Act was a spectacular bi-partisan achievement in the 112th Congress, which has become notable for the scarcity of bi-partisan legislation. The Act adds the 10 megahertz of the D Block to the existing public safety broadband spectrum in the 700 MHz band.

---

1 The Middle Class Tax Relief and Jobs Creation Act of 2012, adopted February 22, 2012, was known as H.R. 3630 for the 112th Congress, Pub. L. 112-96, 126 Stat. 156 and will be referred to in this report as “the Act.”
MHz range for a total of 24 MHz of broadband—a tremendous amount of capacity.² The Act provides $7 billion for the establishment of the nationwide public safety broadband network (NPSBN), funded by voluntary incentive auctions of broadcast television spectrum authorized by the Act.

The First Responders Network Authority (or FirstNet) was established by the Act as an authority, under NTIA but independent of NTIA, to operate the NPSBN through its Board of Directors. Under the Act, FirstNet has the duty and responsibility to deploy and operate a NPSBN “in consultation with Federal, State, tribal and local public safety entities” among others.³ The FirstNet Board was named in August, 2012, but it may take some time to get organized. Additionally, the Act provides specific directions on how States may plan for the network and how FirstNet will advertise for and build the network. These statutory procedures could mean, conservatively, that the initial operations may not begin for years, and when the complexity of the revenue which will be used to complete the network is factored, FirstNet may not be truly nationwide for over a decade.

However, prior to the Act, several State and local entities applied to the Federal Communications Commission (FCC) for permission to build early public safety networks in the original 10 MHz of the public safety spectrum in the 700 MHz band. The FCC granted 21 such waivers and several received Broadband Technology Opportunity Program (BTOP) grants from the NTIA amounting to approximately $382 million.⁴ A handful of other waiver recipients had existing grants or State and local funding. To ensure interoperability, the FCC required public safety broadband networks to use Long Term Evolution (LTE) technology and established interfaces and other interoperability requirements. Waiver recipients could not proceed with their networks under an FCC order unless the State or local entity could show that its network would interoperate with each other and the nationwide network. Still other jurisdictions had various levels of funding and had applied for waivers, but those waivers had not been granted by the FCC prior to the passage of the Act.

Not long after passage of the Act, NTIA suggested the delay or suspension of certain expenditures by the BTOP grant recipients and requested that the FCC revoke the waivers (whether BTOP recipients or not).⁵ These actions by NTIA represented a significant shift in policy, and either stopped the projects cold or threw them into a contractual limbo with a risk of losing grant funding.

In doing so, NTIA has raised significant policy and technical questions about the nature of State relations and integration into the NPSBN. NTIA officials have cited concern that the State waivers and BTOP projects might not be interoperable with FirstNet and the desire to preserve all available options for FirstNet. However, with regard to interoperability, NTIA awarded the BTOP grants on the premise that the State and local networks would interoperable

---

² Public safety also has narrowband spectrum in 700 MHz, which the Act provides may be able to be used flexibly for broadband.
³ §6204(a) of the Act provides that FirstNet is established as an independent authority within NTIA, and §6204(b) provides that FirstNet shall be headed by a Board. In §6206(b), the Act provides that FirstNet’s powers, duties and responsibilities are to be exercised “through the actions of its Board.”
with the nationwide network.\textsuperscript{6} The passage of the Act did not change the underlying premise or capability to ensure that State systems could be integrated into the NPSBN.

Additionally, the NTIA action could delay the use of the public safety spectrum in those jurisdictions for years until FirstNet is able to extend the NPSBN to those areas. The safety of the public in those areas for those years could become a significant policy question.

Beyond the waiver and BTOP recipients, other complexities exist. The Act seemingly provides two avenues for States to participate in the NPSBN. The Act provides each State with an alternative to opt out of FirstNet’s RAN and to construct and operate its own State RAN as long as it is interoperable with FirstNet. However, the process the Act creates is bureaucratically cumbersome and intentionally so rapid that States may not have a meaningful amount of time and information to react and decide. The Act provides the option, but clearly does not favor any State to exercise the opt-out alternative, and if the States do opt-out, they are subject to undetermined leasing fees for public safety spectrum. The Act seems to indicate that the FCC will have more responsibility over those States that opt out, creating questions about authority and interoperability.

Great expectations have been levied on FirstNet to fulfill the promise of a nationwide, interoperable public safety broadband network with the tools and authorities provided by the Act. The task is daunting. This report addresses the challenges the FirstNet Board faces in launching the network with limited funds and how the possibility and implications of interoperable State public safety networks, either through early deployers or by States opting out, play in the first decisions by FirstNet.

**THE TECHNICAL AND POLICY IMPLICATIONS FOR THE LIKELY DEPLOYMENT TIMELINE FOR NPSBN**

The deployment of the NPSBN by FirstNet will take several years, perhaps as many as five to six to even launch the first phase based on current actions and projections. The date when the NPSBN will be truly nationwide may be over a decade away, and even that prediction may be optimistic. The pre-deployment planning and decision-making will be a lengthy process, and several factors play in the length of time.

Those major decisions that the FirstNet Board must address include matters central to the operating concept of the NPSBN. The Act imposes a statutory duty on FirstNet to establish a nationwide, interoperable public safety broadband network, and it must do so “taking into account the plans developed” through the State and local planning process.\textsuperscript{7} The network also must be based on “single, nationwide network architecture.”\textsuperscript{8} This single architecture, however, may be distinguishable from a single network, and the technological importance of this will be discussed below.

The planning process likely will not start until sometime in 2013, and some experts have opined that the planning will not get started until after 2014. If the nationwide network must wait on the State planning process, three to five years may elapse before a Request for Proposals (RFP) for the construction, maintenance and operation of the NSPBN could even be issued by FirstNet. The Act incongruously required that NTIA issue guidelines for the State planning grants by August 22, 2012, in consultation with the FirstNet Board, which was not even required to be named until August 20 and

\textsuperscript{6} The FCC waivers to early deployers also were conditioned upon interoperability.

\textsuperscript{7} The Act §§ 6202(a) and 6202(b)(2)(B).

\textsuperscript{8} Id. at §6202(b).
did not hold its first in-person meeting prior to the August 22, 2012 statutory deadline for the state planning grant guidance.

However, NTIA did publish its findings (noting the incongruence) in the Federal Register on August 21, 2012 from a Request for Information (RFI), issued on May 16, 2012, in preparation for the grant guidance.9 Those findings reveal a key factor in the timing of the planning process. Several respondents to NTIA’s RFI noted that States will need time and money to hire staff and prepare for the planning process, something that could take months or years.10 Many States are already underfunded and suffering from budgetary shortfalls. They are operating, maintaining and in some cases upgrading existing public safety communications systems, so the fiscal flexibility to hire staff with expertise in broadband networks and communications is nearly non-existent.11

Nevertheless, the mindset that the new NPSBN has to be a single network may be driving a timeline that excludes a phased, flexible deployment. The Act requires a “single, nationwide network architecture,” which can be interpreted as allowing phases, and the Act specifically refers to phases in requiring rural development throughout the establishment of the NPSBN.12 Some States are farther along and better prepared; these could receive earlier grants if NTIA and FirstNet have the technological expertise and the oversight capacity and competence to ensure that earlier development does not introduce interoperability problems. Technologically, networks in States and regions can be linked into a “single, nationwide network architecture” without interoperability problems. Telecommunications carriers have been doing so for years. This is particularly the case given that the FCC required LTE interoperability for public safety waiver recipients two years ago and all subsequent state planning has been under that requirement.

If FirstNet takes the position that all States must have turned in their plans in order to meet the statutory requirement that State plans be taken “into account” in the development, construction and operation of the network, then the timeline becomes significantly longer. States which fail to plan, plan slowly or suffer some setback in planning would become the determinant force in the timing of the new NPSBN.

A more practical approach would be for FirstNet to phase the launch of the NPSBN, providing the wherewithal for States to conduct their planning to level the playing field among financially strained States and those with some funding; and incentivizing speed and enthusiasm with the promise that those who plan first and well will have an advantage of getting the funding and the network before others who do not plan and implement energetically. This position presupposes that FirstNet and NTIA have the necessary technical expertise and oversight capacity to ensure interoperability even as the phased deployment proceeds.

Assuming for the hypothetical that FirstNet does not wait until it has all the State plans before it issues its first RFP, the FirstNet RFP process could begin as soon as it evaluates and takes into account the phase two information that it receives in February, 2015. Realistically, the review of the planning information could take several months to

---

10 Id at Page 50483.
11 The matter of expert staffing and capacity must be addressed at the federal level as well. NTIA had less than 20 persons working on public safety communications issues before the passage of the Act on February 22, 2012. As late as September 1, 2012, there are still less than 20 at NTIA assigned full-time to working on bringing about a $7 billion nationwide network.
12 The Act §6206(b)(3).
incorporate into a NPSBN RFP. Hopefully, initial groundwork for the RFP would shorten this length of time, but a reasonable (if ambitious) estimate may be six months, with FirstNet issuing the RFP in August 2015.13

This RFP will be technologically complex, requiring a longer response time, perhaps nine months, and some time to review and award, perhaps one to two months. Under this hypothetical, the NPSBN contract to begin the network would be in the summer of 2016, except for one statutory matter which does not follow the generally accepted government contracting process.

The Act requires that FirstNet provide to the governor of each State the details from the RFP for the build-out of the NPSBN in that governor’s State and the funding level for the State which has been determined, not by FirstNet, but by NTIA.14 Upon receipt, the governor has 90 days to decide whether to proceed under the FirstNet plan or to have the State build its own public safety broadband radio access network. If the governor chooses the latter, then the State has only 180 days to complete its own RFP for the construction, maintenance and operation of the State’s RAN.15 This statutory process could inject an additional 270 days into the award of bids for the NPSBN, a factor which is unusual for government contractors and may affect the bidding process and price structure.16

While no specific deadlines are imposed by the Act, once the governor has notified the federal government that the State will opt out, the State must apply to the FCC and show that it can meet the Minimum Technical Recommendations (the “Minimum Recommendations”) for interoperability and that it can interoperate with the NPSBN.17 If the FCC approves the application, the State must apply to NTIA for a lease of the spectrum and for a grant to fund construction of the state RAN. These approval processes do not line up well with the requirement that the State complete its RFP within 180 days. The approval process could take longer, leaving the potential contractors, the State and its RFP process stranded until a final decision is made.

Another key factor in the timeline for deployment is funding. While the Act authorized $7 billion for the network, $5 billion is dependent on the receipt of revenues from the incentive auctions of spectrum which is currently licensed and used by other entities. Rules and agreements must be established, broadcast channels repacked, border interference protection negotiated, and since all of this could take a significant amount of time, a possibility exists that a funding gap could occur. The spectrum will not be cleared until after the auction, which could affect what price the spectrum brings.

Even the most ambitious plan by the FCC does not have the first incentive auction occurring until 2014.18 The revenue for the auctions will not accrue to FirstNet quickly or regularly, and there is no guarantee on the amount of the auction proceeds. FirstNet is allowed to borrow $2 billion from the U.S. Treasury in anticipation of the auction revenues, but it

13 August of 2015 if FirstNet does not break the RFP up into regions or pieces which could make the launch in those areas go somewhat faster.
14 The Act §6302(e).
15 The Act §6302(e)(2) and (3). The state also must obtain approvals from the FCC and NTIA (not FirstNet), but these requirements are not included within the 180 day deadline.
16 The awarding of the NPSBN contracts may be segmented regionally, which could allow other States to proceed. The 270 day addition becomes a factor if the state’s RFP process fails, and it must resort to FirstNet’s NPSBN.
must also pay this amount back to the Treasury. Statutorily, FirstNet is required to become self-sustaining through revenues it generates from spectrum leasing and user fees.\textsuperscript{19}

Almost irrespective of how well the auctions might ultimately succeed, the specter of funding gaps will militate the FirstNet Board to operate cautiously within the confines of the initial $2 billion for the first few years and until the next installment of funding becomes available from auction revenues. No one has suggested that a nationwide public safety network can be established for $7 billion, much less $2 billion. FirstNet will be forced to see the initial funding as phase one of the NPSBN, and this will delay nationwide implementation unless Congress amends the Act or advances the funding. Unless FirstNet adopts a phase one approach or gets significant revenues from the lease of the spectrum, some of the initial members of the FirstNet Board may rotate off before the network becomes operational.\textsuperscript{20}

The real question for FirstNet will be how to implement phase one. The Act requires that rural coverage be included in all phases of deployment.\textsuperscript{21} Accordingly, phase one will not be just a combination of large cities, and politically it will not be tenable to concentrate the phase one network in one part of the country. However, spreading out phase one geographically is also problematic, since systems which are remote from each other will necessarily not have as much opportunity or need to interoperate.

Thus, the Act, the funding scheme and the complexities of launching a NPSBN combine to push the initial operational capability of a small part of the system until five or six years after the adoption of the Act. The final operational capability (FOC) of the NPSBN is not foreseeable at this time because the funding and the funding model simply do not exist. Clearly, FOC is more than ten years away on the current course.

The current course of action is not the only one available to FirstNet, however. FirstNet can move forward with those jurisdictions that received waivers to use the 700 MHz public safety spectrum and received either BTOP grants or other funding. Proceeding with the waiver recipients would require the right technological expertise and more oversight capability than NTIA (or FirstNet) currently has. FirstNet also could establish the first phase of the NPSBN by simply contracting with wireless carriers to provide a 10x10 Band Class 14 radio access network along their current commercial network lines, with an emphasis on those serving rural areas (or a requirement that some percentage of the commercial network serve rural areas).\textsuperscript{22} Part of this bargain might be a leasing arrangement with the carriers for the spectrum capacity to bring in revenue for FirstNet.

FirstNet also has an opportunity to encourage those States that have the funding and enthusiasm to move forward without any or significant federal funding. Here again, the question is ensuring interoperability by having the right expertise and capacity for technical and budgetary oversight.

\textsuperscript{19} The Act §6208.
\textsuperscript{20} The Act §6204. Other than the three federal members, the 12 appointed members serve 3 year terms. Some, however, will be staggered. Members may be reappointed once.
\textsuperscript{21} The Act §6202(b)(3).
\textsuperscript{22} The 3GPP standards group established four different band classes for 700 MHz, and Band Class 14 encompasses the D Block plus the public safety spectrum previously designated for public safety broadband.
**Technical Challenges for State Integration into the NPSBN and Solutions**

Technical challenges for the integration of the State and local public safety broadband networks into an interoperable NPSBN do exist, but they can be overcome reasonably and, with proper planning and execution, without undue expense. The longer the Nation takes to launch the NPSBN, the greater the risk that it will not be interoperable and the greater the cost to ensure that it is interoperable. For instance, an expanse of ten years from the start to final operational capability means that some parts of the system will be a decade old just as new jurisdictions are brought on line.\(^{23}\) The Act anticipates constantly upgrading the system to keep it in close parallel to commercially available systems.\(^{24}\) This disparity in age and upgrade status invites problems with interoperability and increased costs to maintain interoperability. Clearly, funding and time are two of the greatest non-technological threats to interoperability.

Second, a significant threat to interoperability comes from a lack of technical expertise and a sufficient workforce to provide technical, budgetary and contractual oversight of the multi-billion dollar national asset. The Act shifted responsibility for State and local public safety communications in the broadband world away from the FCC, where there are over 1,800 employees, over one hundred of whom work on public safety communications, to the NTIA, where there are only a handful dedicated employees who were working on public safety communications before the Act was adopted. NTIA’s numbers for working on public safety and FirstNet have not changed appreciably in the months since then. The persons who currently work on FirstNet are dedicated experts, who are now being overworked to keep up with the awesome responsibility. None has constructed or managed the launch of a broadband network of this proportion. The point is that they need reinforcements immediately with the right expertise and the right numbers; this should be a high priority.

The reinforcement of NTIA and FirstNet should be an “all hands on deck” endeavor. Federal agencies with expertise, such as the FCC and Department of Homeland Security, should be called upon to detail experts to NTIA and FirstNet. The FCC set up a division entitled the Emergency Response Interoperability Center (ERIC) while it still had responsibility for the public safety broadband network to provide the expertise required for the early deployers. Experts from ERIC could be detailed temporarily to FirstNet and NTIA.\(^{25}\) NTIA has already advertised for expert assistance in program management, cost-estimating, acquisition management and professional expertise in telecommunications in an RFP that was released on August 10, 2012.\(^{26}\) FirstNet itself should contract for independent expert assistance in the short run. In the long run, NTIA and FirstNet must obtain permanently the expert staff that they need as integral parts of their respective organizations.

NTIA’s lack of capacity and capability may have already become manifest in its decision to stop the BTOP grant recipients and other early deployers of 700 MHz public safety systems. NTIA issued BTOP grants totaling over $382 million to seven recipients who had received waivers from the FCC to deploy in the 10 MHz of the public safety spectrum in 700 MHz band. With the assurance that the NPSBN will never have enough funding, $382 million is a

---

\(^{23}\) The rapid obsolescence of technology can be seen in changes in cellphones just in the last decade. The first iPhone was only five years ago and is no longer supported by Apple or most of the carrier infrastructure.

\(^{24}\) The Act §6206(c)(4).

\(^{25}\) §6213 of the Act provides that the FCC may provide technical assistance to FirstNet. The Act represents a major shift in responsibility for public safety communications from the FCC, which has a dedicated and experienced expert force, to NTIA, which traditionally deals with federal communications, not state or local. FCC has a force of over 1800; NTIA has a total force of just over 200 and really less than twenty hardworking people dedicated to FirstNet so far.

\(^{26}\) Department of Commerce Request for Proposal to Obtain Advisory and Management Support Services for NTIA to Form the First Responders Network Authority, August 10, 2012.
significant down payment on the network. The grants also spurred a great deal of State and local spending, sometimes at the expense of other public safety communications priorities and needs.

NTIA’s grants were conditioned on interoperability. Presumably, NTIA thought at the time of the BTOP grants for public safety broadband that these systems could be integrated into the NPSBN seamlessly, a national goal since the passage of the homeland security legislation in 2004 and a leading recommendation of the 9/11 Commission. NTIA encouraged the building of these systems and pushed hard to make sure that the BTOP funds were obligated on time and were being expended on schedule. NTIA got the National Institute of Standards and Technology (NIST) and its Public Safety Communications Research laboratory involved in working on interoperability.

After the passage of the Act, NTIA abruptly shifted its position and ultimately stopped these systems from moving forward, citing concerns about keeping options open for FirstNet and NTIA’s concept that the purchase of components it had already funded might not be compatible with the NPSBN. NTIA did not suspend the grants or order that LTE equipment not be purchased or, if already purchased, installed. The BTOP recipients were asked to “pause” in ordering, taking delivery or installing LTE equipment, even though each of them had contractual obligations based on the BTOP grants.

Unfortunately, the stoppage may mean a loss of millions of dollars to the network of grant funding and of State and local funding. Most probably, this loss would be a permanent one; the unspent federal money may simply revert back to the Treasury and would not be re-programmed for the NPSBN. An opportunity cost was exacted as well, since those State and local funds and the time of the local and State officials were needed for other public safety communications projects. The network in Charlotte, N.C. could have been operational for its recent National Special Security Event, the Democratic National Convention. The networks in Mississippi and Houston, Texas, could have been operational for Hurricane Isaac and the remainder of the 2012 hurricane season. If NTIA had already had the level of expertise and the numbers of persons required for oversight, the BTOP grants could have been managed to ensure interoperability with the NPSBN, especially given the LTE interoperability requirements. Allowing BTOP recipients to continue moving forward would expedite state and local broadband interoperability, which is especially important given that the NPSBN may not be operational for several years.

Early deployment has already yielded a great deal of crucial information, which was one of the essential reasons that NTIA and the FCC pursued waivers and BTOP grants for early deployers. Even with the stoppage, NTIA has acknowledged that early deployments are useful and that FirstNet and NTIA will learn from them, and its officials have stated optimism about moving forward with up to three such systems. While such optimism does not clearly square with the stoppage and loss of funding and time, it is a muted recognition that development of State and local systems can be managed to ensure integration into the NPSBN.


Technical challenges to the integration of State and local systems, at this point, include the disparity in the spectrum. The original waiver recipients got permission from the FCC to deploy systems that used the original 10 MHz of public safety spectrum. FirstNet’s NPSBN will use, in essence, 20 MHz, that includes the D Block that was reallocated for public safety use by the Act.\(^\text{31}\) Since the Act requires the FCC to assign the D Block to FirstNet, the FCC declined to grant permission to use it to the existing waiver recipients. Instead, the FCC said it would wait for FirstNet to request a license for the public safety broadband spectrum.\(^\text{32}\) Originally, usage by the waiver recipients was limited to a 5x5 configuration, in contrast to the 10x10 configuration expected under FirstNet.

NTIA had an interoperability concern with systems moving from a 5x5 to a 10x10 configuration, and NTIA has asked the FCC to reconsider its decision and allow waiver recipients to use the spectrum only if they used the entire 20 MHz in a 10x10 configuration.\(^\text{33}\) The concern expressed was that waiver recipients would have to upgrade their systems in order to be compatible with FirstNet’s 10x10 NPSBN.

However, this technological challenge can be handled in other ways than simply denying the early deployers the ability to use the systems that they already have planned at NTIA’s behest and encouragement. First, FirstNet’s NPSBN system will not even reach initial operational capability for several years; final operational capability may be much longer. That is four to six years that these early systems could be used to protect the public and first responders, all the while learning from them. Second, the early deployers could be required to upgrade their systems to 10x10, and their vendors could be brought in contractually or by bond to ensure that this will be done. This upgrade may not be very expensive, since much of the deployed equipment has the ability to use all of Band Class 14. Since NTIA has already acknowledged that one to three early deployments should be allowed, then a policy of facilitating these deployments should be energetically pursued. This is a technical challenge that can be overcome.

Moreover, Release 10 by 3GPP, the standard for LTE, will allow for carrier aggregation of spectrum. Carrier aggregation increases capacity by adding bandwidth. Since a principle of LTE is backward compatibility with LTE Release 8 and 9, aggregation is accomplished by combining the component carrier with a bandwidth of 1.4, 3, 5, 10, 15 or 20 MHz with a maximum of up to 5 component carriers, or a maximum bandwidth of 100 MHz.\(^\text{34}\) Simple carrier aggregation uses contiguous component carriers within the same operating frequency band, and the D Block and the 700 MHz public safety broadband (Band Class 14) fall into this description. However, even if the component carriers were not contiguous, a situation which commercial carriers face using LTE in the 700 MHz range, these component carriers can be combined as well under LTE Release 10.

Hence, the concerns raised by NTIA can be addressed by requiring adherence to LTE Release 10, which was made available in 2011 and the features of which are being tested by companies now.\(^\text{35}\) Most of the upgrades involve software changes and should not cause undue expense. At any rate, during the four to six years before FirstNet deploys the

\(^{31}\) The Act §6101 (requires the FCC to reallocate the D Block in the 700 MHz spectrum).


\(^{34}\) Jeanette Wannstrom, “Carrier Aggregation Explained,” 3GPP, May 2012), http://www.3gpp.org/Carrier-Aggregation-explained.

NPSBN, early deployers could be required to upgrade to 10x10 or face either a revocation of the ability to use Band Class 14 spectrum or higher spectrum fees. The FCC declined to limit applications for Special Temporary Authority (STAs) to only 10x10 configurations, leaving these few jurisdictions with flexibility in managing the transition to interconnection with the NPSBN; the FCC order provided that it would entertain STA applications for either 10x10 or 5x5 configurations.\(^{36}\) The amount and configuration of the spectrum is not a sufficient technological reason for stopping the early deployments.\(^{37}\)

However, STAs are not the perfect answer for early deployers. Harris County, Texas will now proceed on STAs granted by the FCC on August 31, 2012.\(^{38}\) Charlotte, North Carolina may be next. The State of Mississippi is still interested, but the nature of STAs is that they are temporary. Governor Phil Bryant expressed the desire of the State of Mississippi to proceed on its public safety broadband network in a letter dated August 15, 2012 to Larry Strickling, Assistant Secretary of Commerce and NTIA Administrator, but he also expressed the concern that long-term access to the spectrum was necessary to warrant Mississippi’s investment.\(^{39}\)

The letter also indicated that negotiations were ongoing with the State’s vendor for a contractual indemnification provision to ensure that the State of Mississippi’s system could interoperate with the NPSBN when it became available.\(^{40}\) This indemnification provision is a reasonable safeguard upon which to proceed with State and local public

Just as “eternal vigilance is the price of liberty,” constant testing will be the price of interoperability.\(^{41}\) The Act and the FCC’s Minimum Recommendations both express the requirement for non-proprietary equipment and infrastructure to ensure interoperability.\(^{42}\) Even with the clearest of technical requirements, manufacturers, vendors and integrators may have interpretations that cause interoperability problems.\(^{35}\) Since the FCC will not be involved in providing regulations for the NPSBN, FirstNet will have to rigorously enforce interoperability testing, and FirstNet must have the capacity, expertise and culture to do so, including training, legal\(^{44}\) and contractual oversight capabilities.

Early deployments raise the risk that problems with interoperability will occur when the early systems tie onto the NPSBN, but these risks have already been weighed and accepted by NTIA in issuing grants totaling $382 million.
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\(^{37}\) See also, Public Safety Priority Access to Shared Commercial Networks, Roberson & Associates, LLC, Ex Parte Filing, March 2, 2012, FCC WT Docket No. 06-150; PS Docket No. 06-229; GN Docket No. 09-51. While this filing with the FCC discusses spectrum sharing with priority access relating to commercial and public safety sharing, the concept can be applied to public safety-only scenario, where an existing state/local RAN is shared between a state/local EPC core and the NPSBN EPC core.

\(^{38}\) FCC Order Adopted on August 31, 2012, DA 12-1432, granting the STA application of the State of Texas to proceed in Harris County.

\(^{39}\) Letter of Governor Philip J. Bryant to Assistant Secretary of Commerce Larry Strickling, August 15, 2012.

\(^{40}\) Ibid.

\(^{41}\) Wendell Phillips’ Speech to the Massachusetts Antislavery Society, 1852.

\(^{42}\) Recommended Minimum Technical Requirements at §4.1.11 Additional Recommended Reference Points and Standards; http://apps.fcc.gov/ecfs/document/view.jsessionid-T5wnP2DyqaxZG8vencommwnbwBcR3hTV7hRYQR2Cj2J1fLg1LQ'-1969853125-1221852997id-7021919873.

\(^{35}\) Recommended Minimum Technical Requirements at §4.3.3.2 Infrastructure Interoperability Tests.

\(^{44}\) One interesting detail of a combined state-federal NPSBN system will be law enforcement intercept of other law enforcement agency communications. For instance, what happens if a federal investigation is opened on a State or local agency which is suspected of corruption or illegality? In the same vein, what procedures will be in place for a State or local investigation of a federal agent suspected of corruption or other illegality when the communications system is shared?
FirstNet must require that any network cores that serve the State public safety broadband systems become subservient to the NPSBN core and Network Operations Center (NOC) once they are on line and ready for interconnection.

The technical challenges to interoperability can be mitigated and handled by close coordination and monitoring by NTIA, FirstNet and its technical consultants (until NTIA and FirstNet can be fully staffed with the number of experts that they need). The current early deployers are geographically dispersed (in Charlotte, North Carolina; Harris County, Texas; the State of Mississippi; Adams County, Colorado; and even the Bay Area). Despite any functional interoperability problems, operational interoperability problems among them are unlikely in the first years leading up to the NPSBN due to this geographic dispersion. Their operational systems will provide opportunities to work out problems with interoperability to the advantage of NPSBN.

**OPTING OUT: TECHNICAL, FINANCIAL, POLICY AND SPECTRUM ACCESS IMPLICATIONS**

The Act sets up a statutory opt-out procedure for the States so that the States may have their own Band Class 14 Radio Access Network (RAN) and with it the right to enter into public-private partnerships for construction, maintenance, operation, and improvement of the network within that State, including leasing excess network capacity. However, the Act provides many challenges for any State considering opting out, setting up a byzantine set of tight deadlines, serial reviews from federal agencies, and gubernatorial decisions on state plans prior to the assurance of federal funding. Any State that opts out must follow a statutory process that will be exceedingly difficult to navigate successfully. These procedures also imply the need for state legislative authority and appropriations in advance of the triggering event set forth in the statute.

**The Statutory Opt-Out Process**

Once FirstNet completes the RFP process for the NPSBN, the Act requires FirstNet to provide the governor of each State notice of the completion, “details” of the plan for build-out in the governor’s State and information on the funding level for the State as determined by NTIA (not FirstNet). This notice and information from FirstNet is the statutory trigger for the State’s decision. First, the governor has 90 days to notify FirstNet, NTIA and the FCC of the governor’s decision to participate in FirstNet’s NPSBN or for the State to build its own public safety radio access network (RAN).

If the State chooses to build its own RAN, the governor must develop plans for the construction, maintenance and operation of the RAN and complete an RFP for the same within a brisk 180 days. A six-month period is not unusual for an RFP process for a construction project alone; for the development of plans for a statewide RAN and the completion of an RFP, six months is breakneck speed.

Although not part of the 180 day period, another statutory process is triggered at the same time which will be determinative of the State’s ability to have its own RAN. The Act requires that the State submit an alternative plan for
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45 The Act §6302(e) and (g).
46 Id. The triggering event is the presentation of information to the governor from FirstNet’s Request for Proposal, including the funding level determined by NTIA (not FirstNet) for that governor’s state.
47 The Act §6302(e).
48 Id. at §6302(e)(3)(B).
the network to the FCC that demonstrates (1) compliance with the minimum technical requirements developed by the statutory Interoperability Board at the FCC in May, 2012, and (2) interoperability with the NPSBN.\textsuperscript{49}

A short review of the Interoperability Board’s process and product is appropriate at this point. The Act required the FCC to impanel a committee of experts to develop the minimum technical requirements for interoperability for the new network\textsuperscript{50}, a tacit recognition of the FCC’s technical expertise in overseeing this work. FirstNet has the duty to include the Minimum Requirements, without material alteration, in its RFPs. The Act set up the Interoperability Board with technical representative from national, regional and State wireless providers, public safety members and State and local governments as voting members; it also provided NTIA with an appointment of one non-voting member.

The recommendations of the Interoperability Board on its Minimum Requirements for interoperability, released on May 22, 2012, received widespread praise as on target.\textsuperscript{51} However, even members of the Interoperability Board noted limitations due to time and other constraints.\textsuperscript{52} Some experts have noted that the Minimum Requirements are indeed minimal and non-specific.\textsuperscript{53}

The NTIA non-voting representative advocated for non-specificity in the Minimum Requirements for interoperability in order to preserve FirstNet’s flexibility and options (since FirstNet would not be established until after the statutory deadline for the Interoperability Board). An irony of NTIA’s position is that flexible Minimum Requirements means that States will have more flexibility in showing the FCC that they meet those requirements for the purpose of opting out.

States deciding to opt out, however, also will have to show the FCC that they can interoperate with the NPSBN, and no statutory guidance is provided on how the FCC should make this determination and what the status of the NPSBN will be at that point. Whatever the FCC’s decision, the Act places the exclusive jurisdiction for appeals of the decision on alternative state plans with the U.S. District Court for the District of Columbia and establishes a standard of review that requires affirmation of the FCC’s decision unless there is a showing that the decision was “procured by corruption, fraud, or undue means.”\textsuperscript{54}

If the State does not receive approval from the FCC, the State “shall proceed” with the plan proposed by FirstNet.\textsuperscript{55}

Assuming that the opting out State receives the approval of the FCC, the State must then apply to NTIA (not FirstNet) for a grant to construct its own public safety broadband RAN and for a lease of the public safety 700 MHz broadband spectrum. To secure the funding grant and the spectrum lease, the State must show:

\begin{itemize}
  \item[a.] The technical capability to operate the State RAN;
  \item[b.] The funding to support the State RAN;
\end{itemize}

\textsuperscript{49} Id. at 6302(e)(3)(C).
\textsuperscript{50} The Act §6203. The formal name of the Interoperability Board is the “Technical Advisory Board for First Responder Interoperability.”
\textsuperscript{53} Potomac Institute NPSBN Expert Panel, September 10, 2012.
\textsuperscript{54} The Act §6302(g)(1).
\textsuperscript{55} The Act §6302(e)(3)(C)(iv).
c. The ability to maintain ongoing interoperability with the NPSBN (which implies upgrades);
d. The ability to complete the project in a timeframe that is comparable to FirstNet’s plan for that State;
e. The cost-effectiveness of the State’s plan as submitted to the FCC; and
f. That the State RAN will have comparable security, coverage and quality of service to that of the NPSBN.  

The overall result is the statutory equivalent of a requirement to obtain the broom of the Wicked Witch of West: nearly impossible and fraught with risk. Clearly, no State could accomplish all that would be required of it to opt out in the six to nine months after the governor has received notice of the details of what FirstNet intends to do in the governor’s State; the planning process must have started well before that point in order to preserve the State’s options. States desiring to preserve or pursue this option will have to develop a strategic plan, issue requests for information or RFPs for a State RAN, and work with legislatures on flexible funding authorizations in advance of the FirstNet notice and NTIA funding information.

While the Act requires FirstNet to consult with state officials during its development of the initial national RFP, with 56 States and territories, and FirstNet’s limited resources, it will be a challenge for the national RFP to adequately reflect specific needs of each State.  

States which have biennial budget cycles particularly will have to plan well in advance to preserve the option for a State public safety RAN. However, opting out is a statutory right given to the States, and FirstNet and NTIA may actually have some unrecognized reasons to work with the States to facilitate opting out rather than discouraging, as will be discussed below.

In an ideal world, the best course for interoperability would be for every State and jurisdiction to sign onto FirstNet’s NPSBN for service, but this is only true if FirstNet has a truly nationwide network. The NPSBN is not nationally interoperable if it does not extend to all jurisdictions (those jurisdictions without NPSBN will be on some other system). As discussed, interoperability is the prime consideration, but it is not the only one; funding limitations, financial uncertainty, and timing make a truly nationwide network unlikely for a decade or longer. Gaps in coverage are inevitable in the first years of the network. FirstNet could leverage both State funding and assets and commercial funding and assets, drawing more dollars into the overall system, by encouraging and incentivizing State and commercial investment in interoperable state systems for States that opt out.

FirstNet’s facilitation of opting out of the RAN, for those States that desire it, seems counter-intuitive. However, if FirstNet develops the technical expertise and oversight capability and capacity to ensure interoperability, FirstNet’s facilitation of State opt out could improve relationships with States, deliver public safety broadband service to those States sooner, allow FirstNet to focus on the national evolved packet core, free up FirstNet funding for the rest of the NPSBN and contribute to the early revenues of FirstNet.

Whether or not States are successful in opting out, another first will occur: traditionally, public safety entities and States have not had to pay to use public safety spectrum. Even if States opt out of the national RAN, they will have to negotiate with NTIA for a lease, with lease payments, to use the spectrum as well as pay network user fees for using the
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56 The Act §6302(e)(3)(D).
57 The Act §6206(c)(2).
core network, just like their non-opting out sister States. States that choose to use FirstNet’s RAN and evolved packet core also will pay network user fees.

The fact that the Act appears to allow FirstNet to charge participating States a bundled fee, and opting-out States must negotiate spectrum lease terms, could raise concerns. Fees should be based on a reasonable basis, such as the prorated use of the network core and administrative costs. The FCC and NTIA will have to be careful that fees are reasonable for all States and not unduly discriminatory against opt-out States. Congressional oversight may be needed to ensure that the overarching goal of increasing and expediting public safety interoperability is served.

The Other Opt-Out

States have another opt-out alternative which is not statutory but is inherent: some States may decide that they cannot afford to use the NPSBN. Many States and jurisdictions are already using broadband systems in their vehicles and many public safety officers and employees have commercial broadband user devices. If the per user charge per month for using the NPSBN exceeds the current commercial charge, and if the device cost is significantly higher, States may simply sit out the NPSBN and wait to see when and if it gets cheaper. Nothing in the Act compels States to use the system, and States will still have to maintain their voice systems for some time (perhaps 10 to 20 years).

The NPSBN will be a data only system until the 3GPP standards are developed for mission critical voice, which could take several years to develop and implement. This extra expense of maintaining the voice system while building the broadband data system was recognized in the National Broadband Plan, which recommended that States be provided with a budget-neutral fund for operational transition. In the absence of this support, the transition will be difficult for many States and jurisdictions.

Another policy difficulty for FirstNet and the NPSBN is that NTIA has not recognized who FirstNet’s customers would be: the States. The FirstNet Board is made up of excellent individuals with extensive experience and knowledge, they are diverse and talented, and they seem to meet the criteria set up for the twelve appointed members of the Board. The Act requires that the Secretary of Commerce appoint at least three persons who represent States, localities, tribes and territories. Rural and urban interests must be represented, as well as public safety professionals. The Board must have at least one person from the fields of public safety, broadband communications, commercial communications networks and finance (especially financing and funding networks).

The Secretary of Commerce’s appointments reflect these criteria. However, the persons supposedly appointed to represent States and localities have represented national public safety professional organizations over the past few years and understandably wanted to be on the Board as the public safety professionals required by the Act. The Secretary did
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58 The Act §6302(e)(3)(C)(iii) and (f).
59 The Act § 6208(a)(1). Because the Act defines the nationwide public safety broadband network as encompassing both the evolved packet core and the radio access network, § 602(b) and § 6001(21), the network user fee in 6208(a)(1) refers to a participating State’s obligation with respect to both the core and the RAN.
62 States should be considered both stakeholders and customers, since they will have to invest in infrastructure and operations as well as buy the services of the NPSBN. Users may be considered customers, too, but FirstNet must address its essential partners in the NPSBN, the States.
63 The Act at §6204.
The FirstNet Board has a goodly number of former executives who have a superior knowledge of and experience in customer relations, but FirstNet starts in the negative territory because of the failure to recognize States as key stakeholders from the beginning. Appointments of state officials to the advisory boards allowed in the Act may help ameliorate the situation, but it is not clear what if any influence the advisory board or boards will have at this point. At any rate, the State governors currently do not perceive that they have a voting member or representative on the FirstNet Board, and this perception will make FirstNet’s job more difficult.

The FirstNet Board will find another interesting problem as it builds its customer relationships with the States: no cost model currently exists for the NPSBN. Although the NPSBN has been envisioned for years and certainly since the passage of the Act in February 2012, NTIA has not conducted (or publicly released) a cost model or financial analysis to show States NTIA’s projection of how much the NPSBN will cost, how it will operate, how it will reach and maintain financial self-sufficiency, fund upgrades, and how much NPSBN service will cost each State annually or on a cost per user basis.

The FCC prepared a cost model based on its concept for a NPSBN as described in the National Broadband Plan, released in March, 2010, two years before the Act. The FCC’s cost model may have influenced the amount initially requested for the NPSBN, but the FCC’s concept of the NPSBN and its assumptions about it were very different from...
the NSPBN set up in the Act. In the absence of this information, States will have a difficult decision of whether to opt out or not. Until some financial projections are known, even States who decide now not to opt-out are taking a risk; the per-user network cost may be too high for State and local budgets.

Many State and local public safety entities already use broadband devices through commercial services, so it is clear that these public safety entities value the service and are willing to pay, at least, commercial prices. Presumably, these public safety entities would be willing to pay a marginally higher price for additional features such as security, exclusivity, interoperability and access to public safety specific databases and applications. However, if the price disparity is more than marginal, public safety entities and budget makers may decide that the NPSBN is too expensive. A priority for FirstNet will be developing a cost model that works for the NPSBN and for public safety.

In the economic uncertainty that may engulf the first few months or years of the NPSBN, FirstNet should endeavor to broaden the base of users of the network. The network is and must be primarily for first responders and public safety users, but if the massive capacity of the NPSBN spectrum is only used by these groups, it constrains the number of potential users, limits the number of contributing organizations and entities and drives up the cost per user. FirstNet can boost its financial base by endeavoring to include in the network more potential users. For example, in a disaster, power utility workers are essential before the first responders can be effective. Forging alliances and strategies that bring in utilities, transportation, hospitals and other essential services could augment the effectiveness of the network, expand the financial support for the NPSBN and without diminishing the use or priority of the network to public safety.

As the concept has developed for the NPSBN, certain assumptions have been ingrained into the discussion and even the Act. First, the NPSBN will, in many places, have more capacity than it needs for public safety purposes (except in major emergencies). Second, this excess capacity is valuable and can be marketed to commercial providers. The Act provides authority for FirstNet or the opt-out States to collect revenues for the use of excess network capacity by non-public safety users on a secondary basis.

Yet, no one has produced an estimate of what this excess capacity is worth, how valuable it could be to commercial carriers, and what revenues it could generate. One reason that this estimate has not been produced is because of the financial uncertainty in which it is engrossed. First, the excess capacity can only be used on a secondary basis. If public safety needs the capacity, public safety can pre-empt the commercial, non-public safety use of the network. This is understandable and desirable from a public safety standpoint, but it severely impacts the value of the capacity to commercial carriers. After all, most customers want to be able to use their cell phones and broadband devices in emergencies, too.

The places where this network capacity will be most valuable will be in cities where commercial broadband capacity is already stretched. FirstNet may be able to garner significant revenues from excess capacity in densely populated areas. However, these urban areas also are where public safety communications may impact the NPSBN capacity from time to time. In less urban areas and in rural areas, carriers may need less or no extra capacity, and the excess capacity of the NPSBN may have little or no value. In other words, revenues from excess NPSBN capacity will be generated from densely populated areas and not from rural areas. How those revenues are shared or employed could become contentious. The first priority, though, is for FirstNet to get some sound economic projections on what revenues can be expected and what cannot.
In fact, a major priority for FirstNet must be to invest in a comprehensive financial analysis and cost model. No one should invest $2 billion to $7 billion in a new network without some due diligence into how the NPSBN will work financially and whether a business model and plan can be developed that works for FirstNet and its customers.

**HOW FIRSTNET DECISIONS AFFECT STATE FIRST RESPONDERS ONCE THE NPSBN IS DEPLOYED**

The FirstNet Board faces huge technical, operational and financial challenges. FirstNet starts in uncharted waters: the establishment of this network is unprecedented. The technology is new, and the standards are still developing. No one has integrated federal, State and local public communications into one broadband network previously.

The Interoperability Board’s Minimum Requirements are an excellent starting point, but must be seen as the bare minimum. Many problems with interoperability can develop, so the FirstNet Board must concern itself with what are the most effective requirements to ensure interoperability, not just the minimum imposed by the Act.

Some of the most important technical, operational and financial decisions the FirstNet Board will make are those which will determine how willing State governors, chief information officers and public safety officers are to invest in and adopt the new NPSBN.

First, a paradigm shift will occur as public safety communications systems move from a model where the system is built, owned, maintained and controlled locally or on the State level to a model where the system is built, owned, maintained and controlled by someone else which provides a service to State and local jurisdictions. Those State and local jurisdictions will, no doubt, retain the responsibility for effective communications for public safety, and for that reason, the States and localities will require procedures that offer a significant degree of confidence that State and local jurisdictions can control and rely on those communication services.

What could undermine this confidence? One of the great benefits of the NPSBN will be that it will facilitate interoperable communications among State, local, tribal and federal agencies, but that also stimulates a concern. How will the States know that the federal government will not dominate or pre-empt a communications system upon which the States and localities rely and have significant investment? Accordingly, FirstNet, as it is shoring up its relationship with governors and States, must act quickly to reassure the States that they will have input into the development of standard operating procedures and protocols for the usage of the network.

On a day-to-day basis, federal-state usage may not be a problem. The broadband spectrum provided for the NPSBN has tremendous capacity. The concern will arise where an incident quickly accelerates to involve more than one jurisdiction and then several agencies, including federal agencies. Who will control the network communications? Who will decide allocations and which applications can be used to conserve bandwidth? FirstNet must come up with a process to determine these procedures and protocols which incorporates the views of the States and localities and inspires confidence that the NPSBN is not a federal network that the States are allowed to use.
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68 Certainly there will be areas and situations where congestion exists, but the Band Class 14 spectrum has the capacity to handle a great deal of users at the same time depending on the application. LTE allows for dynamic aggregation and dis-aggregation of spectrum. The use of video or high definition video, concentrated in one area, will be a major limiting factor and will have to be managed, but the 10x10 MHz channelization recently allowed by the FCC certainly ameliorates concerns.
This potential crisis of confidence is magnified by the governance structure of FirstNet itself. FirstNet is established as an “independent authority with the NTIA.”69 NTIA has the responsibility, among others, to manage federal spectrum.70 Technically, the spectrum used by the NPSBN is not federal spectrum, but the Act does not preclude that and estimates of users of the NPSBN by NTIA include federal users. Indeed, not including federal users would be an unthinkable mistake for a network designed to be interoperable following widespread disasters or terrorist attacks. Additionally, the FirstNet Board is comprised of three federal executives and twelve members appointed by the Secretary of Commerce. In combination, some may perceive FirstNet as a federal board managing federal or federalized spectrum.

The perception of federalization (and the consequent discouragement of States to join the NPSBN) can be quickly obviated by the FirstNet Board in taking action to ensure that the States have direct input to the procedures and protocols for State, local and federal use of the NPSBN. One avenue may be to establish a standing State advisory committee as authorized by the Act that is geared to the governors’ offices, their technical advisors and State Chief Information Officers.71 This State advisory committee should be separate and distinct from the public safety advisory committee that is mandated to FirstNet by the Act.72 Whatever means is chosen by FirstNet to accomplish the buy-in of the States, it should be part of an overall effort to repair the damage done to FirstNet’s relationship with its primary customers.

**Consultation with the States: Developing Customers for FirstNet**

FirstNet will spend a good deal of its time consulting. First, FirstNet is statutorily obligated to construct, maintain and operate the NPSBN in consultation with federal, State, tribal and local public safety entities and with the Director of NIST, the FCC and the public safety advisory committee established in the Act.73 Second, FirstNet must consult with regional, State, tribal and local jurisdictions about the distribution and spending of funds for construction timetables, coverage areas, service levels, performance criteria, construction of the core network, RAN, and numerous other matters of State and local importance.74 However, even though the consultation is with regional, State, tribal and local jurisdictions, the Act may be misconstrued to limit the consultation; the Act provides that consultation will only be between FirstNet and the single officer or governmental entity designated by the State.75

Regardless of the minimum consultation required by the Act, FirstNet should develop an early and constant dialogue with the governors’ offices, the State chief information and chief technical officers as well as the public safety entities in each State. In essence, FirstNet should design a strategic marketing plan geared to its customers, incorporating the States and the state leaders into the process. The clear message, which may have been lost during the pendency of FirstNet, should be, “States, FirstNet wants this to be YOUR network. We want to know and provide YOUR needs.”
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69 The Act §6204.
71 The Act §6205.
72 Ibid.
73 The Act §6206(b)(1). Note that the Act does not require on-going consultation with the state executive, but rather with state public safety entities. Only with respect to developing the initial national RFP and the state planning grants does the Act require FirstNet to consult with a State’s designated official. See §6206(c)(2)(B) and §6302(d). Local government public safety entities may consult with FirstNet directly, too. The Act also does not prescribe the method for on-going consultation, and it does not limit the consultation to national organizations or representatives.
74 The Act §6206(c)(2)(A) on required consultation.
75 The Act §6206(c)(2)(B) referring to the single officer or governmental body designated and certified by the state in the state’s application for grant funds set forth in §6302(d). This seems to channel regional, tribal and local consultation through this single officer or governmental body at least with respect to the RFP and state planning grants.
FirstNet’s plan should include direct input from the States and plenty of transparency and information for the States. This could be accomplished by establishing an advisory council for the States, appointed by the governors, a gubernatorial representative or the State CIO. The advisory council should be funded and given real influence. FirstNet may wish to appoint a non-voting representative from the governors or the NGA to attend FirstNet meetings and work with FirstNet, its staff and consultants.

FirstNet will be a business. As a business, statutorily required to be self-sustaining, it must aggressively pursue business development, sales, and marketing to help States budget for service, implement partnerships and get users. If it is a business, it must have sales, a sales plan and a sales force.

Depending on the course of action and business model that FirstNet’s adopts (hopefully with a lot of input from governors, State CIOs and State network managers), FirstNet actually may want to encourage States to build their own RANs as a way to speed network deployment and incorporate state funding. State leadership is an essential ingredient to a successful and affordable NPSBN.

**Implications of the Financing of the FirstNet NPSBN and for Losing BTOP and Other Grants for State and Local Systems**

With almost universal concurrence by experts, the costs of establishing FirstNet will not be covered by the funding amounts set forth in the Act, unless other funding is obtained early. If this is true of the total authorization of $7 billion, the shortfall is aggravated by the timing of funding. The initial funding is only $2 billion, an amount that FirstNet is allowed to borrow, interest free, from the U.S. Treasury, but which must be paid back with revenues from the NPSBN or the lease of excess capacity. Congress imposed deadlines on FirstNet to achieve at least a break-even mark, and Congress limited the amount of administrative expenses that FirstNet can incur (not counting audit and oversight expenses to prevent fraud, waste and abuse) to $100 million over the first ten years after adoption of the Act.

However, no time limit or horizon was set by the Act for when FirstNet would receive, or start to receive, the additional $5 billion set forth in the Act.

NTIA’s original reasons for authorizing BTOP grants for early deployment of public safety broadband systems in 700 MHz are still good reasons for moving ahead with early deployments today. First, the money invested in early deployments represents a down payment on a nationwide system that will be underfunded. Moreover, the early deployments will draw in State and local funding that may not otherwise be available to the NPSBN. Much has already been learned from early deployers, which will save money and time as the system is built across the nation. For instance, an early deployment in Tampa and surrounding area for the Republican National Convention allowed local
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77 FirstNet also may want to have a Native American non-voting representative, since some of the sovereign Native American tribal lands cross state lines and the interests and needs of the States and the sovereign nations do not always align.

78 Weiser at 571.


80 The Act §6207.

81 The Act §6413 (describing the usage of the Public Safety Trust Fund).
public safety agencies to communicate huge amounts of data during that National Security Special Event, proving the value and functionality of a multivendor public safety LTE network.\textsuperscript{82}

Finally, early deployments of public safety broadband systems will save lives and property and protect first responders years before the NPSBN will reach initial operational capability. These advantages were apparent as the BTOP grants were given to early deployers, and they are still advantages now.

Since the NPSBN will not have enough funds initially to spread the system across the country, and a gap in funding may actually occur, the loss of the BTOP funds is particularly unfortunate. Each of the BTOP recipients, and other 700 MHz early deployers with other funding, re-directed public safety communications funding from current maintenance and improvement projects to facilitate the public safety broadband project. Those funds are now stranded, helping neither the broadband nor the narrowband communications efforts.

The lack of full funding and the foreseeable funding gap have a real and negative impact on the scope of the nationwide deployment. Even though the Act requires that each phase of the deployment of NPSBN include “substantial rural coverage milestones,”\textsuperscript{83} the shortfall could result in major gaps in coverage in rural areas for a considerable amount of time. The NPSBN then becomes a system of the fortunate and the well-off: those rural and urban jurisdictions that were lucky enough to get NPSBN coverage in the phases before the money ran out and those that can afford to build the RAN and tie on to the NPSBN (if allowed to).

In August, the FCC issued an order that kept the possibility of an early deployment alive for some waiver recipients, setting forth the criteria against which the FCC would review applications to use the 700 MHz public safety broadband spectrum. The FCC approved the interoperability showings of Charlotte, N.C. and Harris County, Texas (Houston and some of the surrounding area) and indicated that these jurisdictions could apply for special temporary authority.

**LEVERAGING COMMERCIAL NETWORKS AND STATE SYSTEMS**
FirstNet will have to leverage commercial systems if a NPSBN is to become a reality based on the funding and the timing. FirstNet also will have to offer something more than an alternative to commercial service, especially since the price of the NPSBN to States and jurisdictions may be more per-user than what public safety entities are currently paying. If FirstNet cannot compete on price, it must come more close as it can and still offer more and different services than can be offered commercially.

That lagniappe, the features not offered by commercial carriers, would need to include more than just interoperability. As discussed previously, LTE mission critical voice will not be available for several years, until the standards are established and the technology becomes available, but FirstNet should establish this as part of its trajectory from the beginning.

Even if the first phase of the FirstNet data network is basically commercial grade, the NPSBN must have elements of mission critical communications, including coverage, security, signal availability, reliability, data rate, performance and hardening against disasters. FirstNet must develop a plan that ensures the network reaches a standard of mission critical


\textsuperscript{83} The Act §6206(b)(3).
communications, data and voice, at a level and timeframe that is acceptable to the public safety community and affordable by the States. FirstNet’s NPSBN will need to have a suite of readily accessible, universally available applications and databases for public safety, and NPSBN needs to be an environment that encourages innovation and new ideas for public safety. The States should not accept a NPSBN which is only commercial grade, and the public safety community will not accept it.

As the network develops, the ability for public safety to roam over to commercial networks would be a tremendous advantage. This ability also provides redundancy in case the NPSBN suffers an outage. However, the public safety handsets would have to be equipped to use the commercial spectrum (such as Band Classes 12, 13 and 17). The more spectrum that the handset can use, the more complex and expensive the handset becomes. If some States or jurisdictions only have Band Class 14 (the public safety spectrum) and one other carrier, roaming in another jurisdiction where that carrier is not used and where the NPSBN does not have full coverage could result in a lack of communications. FirstNet will have to weigh the cost and complexity of the handset against the benefit of roaming among multiple carriers. FirstNet may decide that Band Class 14 plus one other carrier may be the baseline for interoperability and redundancy, leaving the decision to add other carriers to the States and local governments and the evolution of the system.

Part of the planning process envisioned for FirstNet involves the inventory of State infrastructure and assets and their use in the NPSBN. This is an excellent concept which could improve efficiency and coverage, and one that should be pursued, but the complexity of incorporating State assets and infrastructure into the NPSBN should not be underestimated. If the model adopted by FirstNet is a public-private partnership, the interaction of the private company and each State will take time. Understanding the implications of the State and territorial laws on the use of State assets by a private entity or by a federal entity may take an extended period of time. Some States may have to pass legislation to allow that to happen; some may refuse or be unable to do so. Ultimately, State assets can be used much more easily if it is a State system that ties onto the NPSBN. If the State uses the NPSBN, FirstNet may have to wait until a second or third phase to incorporate State assets.

What Should FirstNet Do First?

FirstNet has a magnificent opportunity and an unenviable position. The foregoing discussion has attempted to lay out the difficult terrain through which this unprecedented board must lead many stakeholders with divergent interests to establish a national asset that delivers on the promise of an interoperable, public safety broadband network. Based on the foregoing discussion, here are action items that the FirstNet Board should consider and possible courses of action regarding a concept of the new NPSBN.

1. **Get expertise and personnel capacity.** FirstNet should immediately obtain additional expertise and capacity through consulting contracts, direct hires, and details from other agencies. FirstNet is an independent authority, and it should make sure that it is not dependent on any agency or solely reliant on NTIA’s staff, which has an oversight function and should have a close, but arm’s length relationship. The business acumen of several members of the FirstNet Board is acute, and the Board will quickly realize that it needs its own staff,

---

including access to engineers who have built and operated broadband networks, economists, attorneys, contract and business people who know this business. FirstNet should capitalize on the expertise in DHS’s Office of Emergency Communications, and the Board should use the functionality of the inter-agency group known as the Emergency Communications Preparedness Center (ECPC) as a sounding board for federal users. NTIA needs to acquire additional experts and staff capacity as well, but in addition to engineering expertise, NTIA will need extra capacity with contracting, grants, strategic planning, contract oversight and auditing. The Department of Commerce should make the staffing of NTIA to support this network a priority for human resources.

2. **Quickly develop a cost model and business plan.** For the States and local governments to believe in this network and want to invest their scarce funds, the State leaders with budgetary responsibility and network operations responsibility must understand what the NPSBN is going to cost them, what it can provide and when. Since FirstNet must be self-sustaining, a competent business plan is vital.

3. **Develop a customer relations and marketing plan for the States.** This is where FirstNet should say to the governors, “we want to be YOUR network” and then listen to the States to understand what that means to them. The governors, State CIOs and treasurers should be courted for their input. The States should be regarded as both customers and shareholders. Once FirstNet gets the technical expertise and capacity to oversee the NPSBN and its interoperability, the FirstNet Board will not have to be so wary of State systems. State funding (where available) can be leveraged as well as state assets, speeding the spread of the NPSBN, not impeding. FirstNet should consider facilitating States to opt out if that is their decision, rather than resisting it. FirstNet should reach out to the National Governors Association and the National Association of State CIOs to assist in repairing relations.

4. **Facilitate the early deployment of those States and localities which are funded and ready to launch.** Getting the necessary technical expertise for oversight is a prerequisite, but moving forward with the early deployers will show the value of the system, will allow some early success and will provide vast amounts of information to improve the NPSBN. The early deployers should be allowed to use BTOP and other grants. Network cores that serve the States must become subservient once the systems are connected with the NPSBN. FirstNet must be hardnosed about requiring that the early deployers remain interoperable and committed to paying the expense of making sure that they are interoperable when the NPSBN is more widely operational. Nevertheless, there is no technological reason why the state public safety broadband systems cannot be integrated into the NPSBN; it just takes the technological expertise, oversight and capacity to enforce interoperability to make it happen and to hold States, vendors and carriers accountable.

5. **Formalize representation.** FirstNet should ensure that the States are actually stakeholders, first by a dedicated State advisory board (not just public safety) made up of the senior technical advisors to the governors and the State CIOs. This advisory board should be treated like a corporate investor group or a body of FirstNet’s largest customers, because, in essence, that is what it will be. Second, FirstNet should include a representative or two as non-voting members of the FirstNet Board from the governors (or suggested by the State advisory committee) in all matters except where the FirstNet Board feels that it must be in executive session.

6. **Broaden the base.** Another way to ensure the financial viability of the NPSBN is to broaden the number of potential users to include other quasi-first responders or critical second responders, such as transportation and
utilities (such as power and water). Some of these industries which have critical infrastructures have a similar need for the NPSBN, and they may have funding to invest. This can enhance the utility of the network without diminishing the capacity, function or control of the NPSBN by public safety.

7. **National interoperability, local control.** FirstNet should embrace the States as key stakeholders and partners, ensure their input on standard operating procedures and protocols for accelerating emergencies, which is actually part of the customer relations plan. FirstNet should assure the States that this is not just a federal network that FirstNet is allowing the States to use, too. With full input from the States, FirstNet should adopt a policy of (1) national technical control to ensure interoperability and (2) State and local control and certainty for tactical and operational priorities. To further instill confidence, FirstNet should hold workshops, hearings and take public comments on how federal users will be incorporated into the NPSBN.

8. **Develop an Identity and Access Management System.** Developing an Identity and Access Management system, and the procedures and protocols that go with it, in close conjunction with the States (such as the CIOs), public safety, and federal users, is critically important to the establishment of the network and the confidence of the stakeholders.

9. **Negotiate roaming agreements.** A feature of any business model that FirstNet adopts must be roaming agreements. Roaming agreements can ensure that public safety can still communicate if a public safety user leaves the NPSBN coverage, something that may happen more during the initial phases of the establishment of the network. FirstNet can use its national stature and position more effectively than any of the States alone. Roaming agreements can be a major benefit to public safety throughout the build out or establishment of the NPSBN.

**Courses of Action**

With these initial steps which are advisable regardless of the course of action, FirstNet can decide how to launch a nationwide network with only $2 billion and an unsure amount of lease revenues. The common themes among FirstNet’s courses of action are (1) to establish a network core (or distributed set of cores), (2) to get some early public safety RANs by any reasonable means, (3) to require adherence to nationwide interoperability requirements and standards, (4) to add RANs as funding becomes available, and (5) to leverage commercial infrastructure by infrastructure sharing agreements and roaming agreements. A key issue will be making sure that handsets are interoperable across Band Class 14 and other commercial spectrum. FirstNet will need to work with the FCC on priority access for public safety roaming on to commercial networks.

Here are some possible courses of action:

**Course of Action No. 1: Build the Core, Share the Infrastructure**

a. Lay out the overall architecture for the NPSBN and install the minimum number of cores for a basic level of coverage, which would be affordable within the $2 billion.

b. Require any State or local public safety broadband systems to link into the FirstNet core and encourage other States with funding to build compatible systems also linked into FirstNet’s core.

c. With any additional funds from the $2 billion, and any revenues from leasing excess capacity, fund the building of RANs in other States, either as part of the system or as State systems.

d. Encourage the collocation of Band Class 14 equipment on commercial sites by creating specific agreements by which local agencies can leverage existing infrastructure and then add RANs as funding becomes available.
Course of Action No. 2: Quality versus Nationwide Coverage
Another course of action is to ensure the quality of the service that the NPSBN provides from the very start, which may come initially at the expense of widespread coverage and availability.

a. Establish the NPSBN in as many States as possible with high quality, mission critical data service (resisting the temptation to trade quality for coverage).

b. Establish priority roaming agreements with at least two (or more) carriers in those regions.

c. The only construction would be to supplement commercial infrastructure in those regions (not to replace it), thereby reducing infrastructure costs.

d. As additional funds or revenues become available, extend the network.

Course of Action No. 3: Fully funded, geographically dispersed networks
A third possibility, as a variant to Course of Action No. 2, is not really demonstration network, but high quality, fully funded and built out networks in several areas around the Nation, some in urban areas, some in rural, all linked into the FirstNet core and NOC. This would prove the viability of the network, which could be added to in phases as more funding becomes available.

Course of Action No. 4: Turn Key Spectrum Leasing Agreements (MVNO 1)

a. Build a single, distributed Evolved Packet Core, Network Operations and Security Center and application databases.

b. Set standards and requirements for States to interconnect (disallowing interconnection and database access if those standard and requirements are not met).

c. Sign a turn-key spectrum leasing agreement with one or more major carriers for access to Band Class 14 spectrum in return for which the carriers would make Band Class 14 chips and handsets available to operate on the full 700 MHz broadband spectrum.

d. With funding from the leases, establish a Mobile Virtual Network Operator (MVNO) operating with any carrier in 700 MHz with the home form that network operator in Band Class 14.

Course of Action 5: MVNO 2

a. Establish a MVNO and procure and deploy an LTE network core, network operations center, and billing infrastructure, which should be feasible in the currently allocated funding.

b. Pursue roaming agreements with major carriers to get much better wholesale rates for the agencies and municipalities that are currently using the commercial carriers for data in the field.

c. FirstNet would be in a position to start provisioning and deploying its own SIMs and setting up recurring revenue models with the agencies across the nation in the form of lower broadband wireless data costs even though NPSBN end users would still primarily be riding on the commercial carrier networks.

Conclusion
The promise of a nationwide, interoperable public safety broadband network is possible but not assured. FirstNet must take immediate steps to gain independent expertise and capacity, recognize and establish strong ties with its key stakeholders and customers, the States, and allow early deployers to move forward, always with close, expert oversight to ensure nationwide interoperability. FirstNet must conduct financial analysis, develop a cost model and adopt a business plan within is first $2 billion and its lease revenues to establish the NPSBN as a national asset.
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