June 2, 2016

Travis Hall,
National Telecommunications and Information Administration
U.S. Department of Commerce
1401 Constitution Avenue NW, Room 4725
Attn: IOT RFC2016
Washington, DC 20230

Re: Common Sense Kids Action Comments on The Benefits, Challenges, and Potential Roles for the Government in Fostering the Advancement of the Internet of Things

Common Sense Kids Action, the advocacy arm of Common Sense Media (collectively, Common Sense) is pleased to submit these comments in response to the request for public comment by the National Telecommunications and Information Administration (NTIA) regarding the Internet of Things. Common Sense is a national, independent, nonpartisan voice for America’s children, working to ensure that every child has the opportunity to thrive in the 21st century. We appreciate the NTIA’s interest in and attention to this growing field.

The Internet of Things (IoT) and smart devices can bring many conveniences—and sometimes a sense of wonder—to daily life. IoT also raises old privacy and educational concerns and surfaces many new ones. Common Sense is particularly concerned about IoT’s privacy implications for families and children, as innovative toy and device makers often seem less focused on privacy and security than on developing the newest hit gadget. Common Sense is also concerned about the implications these devices have for children’s broader education.

IoT Brings Internet Tracking to Babies

IoT devices, unlike traditional Internet-connected devices, are often screen-less and button-less. They are designed to be used intuitively, played with, and worn on the body. In short, even a very young child can operate many of them. And many do. Indeed, these devices seem designed for younger and younger audiences, including babies. In recent years, the following products have been announced:

- A bootie that monitors baby’s breathing and connects to a smartphone.¹
- Smart bottles that measure consumption.²
- A Fitbit-like device for kids that comes with a pet pal.³

---
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Talking dolls and toys, in addition to smart thermostats and other gadgets, are increasingly present in families’ homes. They are the next frontier after mobile, which has already gobbled up the attention of a younger audience (and their parents) and has been used by virtually every American child.  

Unfortunately, little is understood about risks of IoT. What is known, particularly regarding privacy and security, is not encouraging. Companies appear to be making privacy and security an afterthought. And notices and terms of service are often buried on a website, unconnected from the physical devices. Meanwhile, claims of educational value—which may have little basis—are front and center to attract parents.

Children’s IoT Devices Are Insecure, Leaving Kids and Families Vulnerable

Anyone even passingly familiar with hackable home devices has been aware for some time of how insecure many Wi-Fi baby monitors are, with the FTC finding insecure devices in use in 2012 and continuing to the present day. Unfortunately, this is just the tip of the iceberg for hackable kids’ devices. Last year, just before the holiday shopping season, popular game and toy manufacturer VTech suffered a massive data breach. Six million children, and five million parents, had their information hacked. As explained by Bill Fitzgerald, Director of Common Sense’s Privacy Initiative, “The toy manufacturer had failed to use basic security measures to protect most of this data, and when they attempted to encrypt data, they used a method that has been obsolete for years.” Data exposed in the breach included names, dates of birth, password recovery questions and answers, genders, pictures of parents and children, audio recordings of children, and chat logs between parents and children, including intimate moments such as, “Roses are red violets [sic] are blue and I love you. Mommy and daddy.” As if this were not disappointing enough, VTech’s initial response appeared to be to disclaim responsibility in small print—it inserted language buried into its terms of service on its Learning Lodge website that customers acknowledged information sent and received may not be secure.
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Around the same time, news outlets revealed that Hello Barbie—a talking and listening device designed to converse with young children, and long the source of concern among privacy and children’s advocates, including Common Sense—was hackable and could be used to spy on the very same children with whom Barbie was “playing.” The Guardian reported that the toy “can easily be hacked to turn it into a surveillance device for spying on children and listening into conversations without the owner’s knowledge.” This spring, the makers of Hello Barbie are doubling down on listening-device equipped children’s toys: Hello Barbie has her own Dream House. As noted in the press, “Instead of addressing the privacy concerns raised by the original Hello Barbie, Mattel has instead come out with a sprawling mansion for the doll that also listens and responds to children’s requests using a Wi-Fi connection to the Internet.” The Dream House appears to function like Amazon’s Echo or Google’s Home, both of which are advertised for an entire household, including kids, and which may be attractive to children or teens eager for the latest gadget. Such interactive listening devices, whether explicitly aimed at young kids or aimed at families more generally, seem poised to grow exponentially.

These devices, many of which lack built-in privacy and security protections, raise numerous policy concerns. Kids are already more susceptible to identity theft than adults and such devices raise the risk that even more kids will be victims. They raise the risk of children’s intimate conversations with their toys being used to sell more products to kids or their parents, or being used to channel children into certain pathways or noted as aggressive, violent, or some other attribute at ever earlier ages. A child’s geolocation could be tracked by an unintended party. Babies’ eating habits, temperature, or sleeping habits may be used to market products to already over-sold and sleep-deprived new parents, or, a toddler’s activity level could be used for
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future health or medical diagnoses by black box algorithms. Insurers could make pricing or eligibility decisions, entirely unbeknownst to families. The device makers often do not know why they are collecting the data, and for what purpose, and therefore we as consumers cannot know either. Furthermore, most of these concerns become confounded when you consider that the devices are not just themselves monitoring individuals, but oftentimes now communicating with other devices in the home too, as cross-device tracking becomes more the norm. The amount of information available for the taking from a nursery, for example, is staggering.

The Educational Value of IoT Is Not Well Understood

As the next big thing, connected toys raise policy concerns outside of the privacy and security sphere as well. The educational value of toys—and many other products—is often exaggerated and difficult to ascertain. While some IoT devices appear to show great promise, by, for example, encouraging more adult-children interaction, which is supported by research, many devices and apps billed as educational may in reality fail to advance children’s growth or have no basis upon which to make “educational” claims. Educational promises are difficult to assess, and all the more so when they come attached to fancy new technology. And this is to say nothing of what the Internet of Things may do to a young person’s growing understanding of the world. In a Pew Report about IoT, one pioneering Internet sociologist and educator questioned, “what child will be able to know that a doorknob that recognizes their faces doesn’t also know many other things?” It is a brave new world for both kids and adults.

Kids’ IoT Requires Research and Guidance, Including Comprehensive Regulations

The NTIA and others with jurisdiction in this space, such as Congress and the Federal Trade Commission, should study the implications of IoT for children and teens. What sort of notice is appropriate and necessary for screen-less IoT toys, which may be sold on shelves or online, and where should such notice be placed? How will companies ensure that parents understand the full surveillance power of the toys and devices they are purchasing for their
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children, and how can companies help parents make smart choices (like using secure passwords) to help protect themselves and their families? How can parents understand the educational benefits and limitations of the devices they are purchasing? How should children approach such devices and how can they understand the capabilities and unforeseen consequences that may come from using such devices? How can companies make accurate and non-misleading claims about the educational nature of their products? How can we encourage toymakers to build in privacy and security by design, and not in response to a breach? How should companies appropriately respond to breaches?

In addition, strong and comprehensive laws and regulations will help provide clear guidance to companies operating in this space and peace of mind for consumers. Such laws and regulations may include a COPPA update to explicitly reflect IoT (including, for example, when IoT devices are deemed child-directed), just as past updates have acknowledged mobile.

Further, while a multistakeholder approach may be appropriate for research and inquiry into IoT, it is not the best way to create strong guidelines and regulations. As seen with the recent NTIA Facial Recognition Proceeding, which Common Sense and other consumer advocates left in protest, even with the best intentions and efforts of NTIA and its staff, industry will abuse such proceedings and make it impossible for consumers—including kids and families—to be better off. Rather, after studying the matter, the NTIA and others charged with regulating this space and protecting the public should craft appropriate guidelines, laws, and regulations.

Common Sense looks forward to working with the NTIA and other policymakers and stakeholders on this important issue.

Respectfully submitted,

Ariel Fox Johnson
Senior Policy Counsel, Privacy and Consumer Affairs
Common Sense Kids Action
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