
Dear Dep. of Commerce, Counter Botnet Team, 
 
Further to the released draft report from January 5th, we at BelRin Technologies are proud to 
introduce Ammune™, which is a unique solution that able to enhance the resilience of the 
internet and communications ecosystem against botnets and other automated distributed threats. 
Enclosed pls. find L7 Defense (Represented by our company) Capability Statement and 
Presentation. 
 
Hereunder just few of Ammune™ Capabilities: 

• AI-based, Real Time mitigation of sophisticated DDoS threats  - The platform is 
around 20 seconds to mitigation for unknown attacks vs competitive approach 
measured in hours.   

• Autonomous , no need for constant threat intelligence updates  

• Intelligent mitigation of IoT-scale attacks supported by elastic-scaling 
mechanism    

• High precision in mitigating attacks, minimal and controlled legitimate traffic 
interference 

• Adaptable and sustainable solution. Ammune™ can be deployed on a scalable 
platforms to protect against massive cyber-attack based on multiple IoT devices. 
it’s resilient to distributed threats. 

• Ammune™ System uses only 5% of the traffic (see on page 12 in ppt*) and due 
to that fact Ammune™ is a cost effective solution compareing to the traditional 
security approach. 

• Has proven record in both private and government sectors (more about our 
customers you can find in our presentation). 

• Ammune™ s a next-gen “Natural intelligence” software technology that uses a 
unique, state of the art, unsupervised, learning algorithm inspired by the “innate” 
immune system of the human body which can withstanding against threats thank 
based on Artificial Intelligence (AI) 

 
Thank you.  
 
Best Regards, 
 
Miki Peer 
BelRin Technologies LLC. 
10380 Oviatt Lane, Twinsburg OH, 44087 
 


